Netbackup Virtual infrastructure:Implementation

Platform: Windows Server Systems

Author and Design Engineer : Anup Sreedharan

System Requirements:

Base OS: Windows -7 and above (64 bit preferred, 32 bit can be used)

Processor: Quad Core, Intel Core-i3 and above.

RAM: 8 Gigabytes and above for maximum performance( 4 Gigabytes can be used)
Motherboard: Properietory Boards with Intel chipset( Eg: DELL), Intel Boards, ASUS,
ASROCK, Gigabyte ( Make sure to have VT enabled in BIOS)

Virtualization tool kit: VMWARE workstation 6.5 and above / Oracle Virtual BOX (Earlier Sun
Virtual BOX)/Hyper-v.

Hardware Used:

FEFEFFRFFEFREFeees

DELL XPS L401-X LAPTOP

Processor: Intel Core-i5 460M( First Gen)

Base OS: Windows-7 Home Premium, 64 bit SP1

MotherBoard: DELL 069C9F With Intel Chipset ( Havendale/Clarkdale Host Bridge)

Firmware (BIOS): DELL A06 ( VT enabled)

RAM:8 Gigabytes

Virtualization toolkit: VMWARE workstation 10

Subnet Range used: 192.168.x.x

VRAM: VPROC:VMDK= 1:2:40

Guest OS: Windows Server 2008 R2 Enterprise

Symantec Netbackup 7.0

Critalink Firestreamer VTL (Virtual Tape Library: 1 Robot, 5 Tape Drives & 200 Storage Slots)
Starwind ISCSI SAN ( Storage with no Robot. This can be used to create/export virtual storage &
physical storage which includes harddisks, optical drives & tape drives)

Prerequisite Checklist:

N

Make sure that the DNS is properly configured, if using within a Domain/Workgroup space.

Also setup static routes between the servers to ensure smooth connectivity.

For Windows 2003 Enterprise( both 32 and 64 bit), the following are required:

a. Microsoft ICSI Initator software needs to be installed so as to bind with the Starwind
software.



b. Storport MiniDriver(Storport.sys)-> suitable for use with high-performance buses, such as
fibre channel buses, and RAID adapters.
c. Microsoft .NET Framework 3.5.

Note: b & ¢ can be installed from Microsoft Support site.
4. For Windows 2008 R2 Enterprise, Microsoft .NET Framework 3.5 should be installed from
Server Manager( Under Features), whereas ISCI initator and storport driver comes pre-installed

with OS.

» IMP: Storport is a major prerequisite to bind with Firestreamer and Starwind

VTL.
» As Starwind uses its SCSI service to binf with MS-1SCSI, scsiport.sys is equally
important.
@, scsiportsys
&4 C:\Windows\System32\drivers 3 CA\Windows'\System32\drivers
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Netbackup Master & Media Server Installation

1. Run the set up with admin priveledges.

42| Bkupinst.xs|

@ Datal.cab

%] IFResDILdIl

5 SETUP.EXE

silent Open

zilent '5' Run as administrator

2. Setup Wizard pops up, which is shown below:

% Symantec NetBackup - |EI|_3

b ielcoma
License Agmt
Install Type
License Key
Opfons
Clusters
System Mames
Femote Hosts
Instal

Technical Supnort

, symantec.

Welcome to the Symantec NetBackup Setup Wizard.
The Setup wizard guides you through the installation process,

This Setup Wizard installs Symantec MetBackup based on wour configuration selections and provides warnings when
configuration issues are found.

You may need some o all of the Following information during the install:

- Mames of Master Servers, Media Servers, and Clients
- Login credentials for servers

- MetBackup License Kew(s)

- Cluster infarmation, such as wirkual name, IP address, subnet mask, and shared disk information

To proceed with the installation, click Mext below,

Copyright Mext Cancel



3. Accept the Licensing Terms to proceed.

VWelcome

b License Agmt
Instal Type
License kKey
Optons
Clusters
System Mames
Remote Hosts
Instal

Technical Support

‘sy]mmcc.

License Agreement
Please read the following agreement carefully,

SYMANTEC SOFTWARE LICENSE AGREEMENT

SYMANTEC CORPORATION ANDIOR ITS AFFILIATES ("SYMAMNTEC® 15 WILLING TO LICEMSE THE
LICEMSED SOFTWWARE TO YOU AS THE INDIVIDUAL, THE COMPAMNY, OR THE LEGAL ENTITY THAT WILL
BE UTILIZING THE LICEMSED SOFTWARE (REFEREMCED BELOWY AS "™yOU" OR "™YOUR" OMNLY OMN THE
CONDITION THAT YOU ACCEPT ALL OF THE TERMS OF THIS LICENSE AGREEMEMNT ('LICENSE
AGREEMEMT"). READ THE TERMS AMD COMDITIOMS OF THIS LICEMSE AGREEMENT CAREFULLY
BEFORE USIMNG THE LICEMSED SOFTWARE. THIS 15 A LEGAL AMND EMFORCEABLE COMTRACT
BETWEEN Ol AND SYMANTEC. BY OPENIMG THE LICENMSED SOFTWARE PACKAGE, BREAKIMG THE
LICEMSED SOFTWARE SEAL, CLICKING THE "I AGREE" OR "YES"BUTTOMN, OR OTHERWISE INDICATING
ASSENT ELECTROMICALLY, OR LOADING THE LICEMSED SCOFTWARE OR OTHERWISE USING THE
LICEMSED SOFTWARE, YOU AGREE TO THE TERMS AND COMDITIONS OF THIS LICENSE AGREEMEMNT.
IF ¥OU DO NOT AGREE TO THESE TERMS AND COMDITIONS, CLICK THE "I DO NOT AGREE" OR "NO"
BUTTON OR OTHERWISE INDICATE REFUSAL AND MAKE MO FURTHER USE OF THE LICEMSED
SOFTWARE. UNLESS OTHERWISE DEFINED HEREIM, CARITALIZED TERMS WILL HAYE THE MEANING
GIVEM IM THE "DEFINITIONS" SECTION OF THIS LICEMSE AGREEMENT AMD SUCH CAPITALIZED TERMS
WAY BE USED IN THE SINGULAR OR IM THE PLURAL, AS THE CONTEXT REQUIRES.

1. DEFINITIONS.

“Content Updates™ means content used by certain Symantec products which is updated from time to time,
including hut not limited to: updated anti-spyware definitions for anti-spwware products; updated antispam

% I agree ko and accept the terms of the license agreement,

" 1donok agree to or accept the terms of the license agreement,

4. Choose: “install to this computer only” and set the type to installation to custom.

iﬁ Symantec NetBackup == =]

Symantec NetBackup Installation Type

Welcome
License Agmt

P Instal Type
Licerse Key
Optons
Clusters
System Mames
Remote Hosts
Install

Technical Suppart

, symantec.

Specify how you would like to install Symantec MetBackup.

&+ Install to this computer anly,
" Install to multiple computers on your network,
7 Install a clustered Master Server,

If you choose the "Install o mulkiple computers on your network! option, the wizard prompts
wou ko select from the available computers on your network,

" Typical
Perform a bypical installation, Default settings for program Features,
installation location, and Symantec MetBackup settings such as port numbers
will be used.,

¥ Custom

Perform a customized installation, Choose which program Features you want
installed and the settings with which MetBackup will be installed, such as port
numbers. Recommended for advanced users. This option also allows you to
change the location where Symantec MetBackup will be installed, currently:
Ci\Program Filesiveritas,

Back Next Cancel

rules for antispam products; updated virus definitions for antivirus and crimeware products; updated URI__lj

Print Back Next Cancel



5. Enter the License Key, which pops up the greyed options.

g Symantec MNetBackup

MetBackup License Key and Server Type
Enter your MetBackup license key and zelect the type of
MetBackup installation to perform.,

License Kew:

Welcome |
License Agmt .

License Type: Mo Key
Install Type

b License Key

Qptons MetBackup Master Server

i Install a Master Server. At lzast one Master Server is required For MetBackup ko

Clusters propetly Function.

System Names MNetBackup Media Server

Femote Hosts ii Install @ Media Server. A MetBackup Master Server is required Far the Media
Server to propetly Function,
Instal

MetBackup Remote Administration Console
Install a Remate Administration Console. The Remote Administration Consale
allows wou ko remotely administer any number of MetBackup Servers from
one location.

= Symantec NetBackup

NetBackup License Key and Server Type
Enter your MetBackup license key and select the type of
MNetBackup installation to perform.

License Key:

Wyelcome IE ﬁ >

Licerise Agrt

License Type: NetBackup Enterprise Server
Instal Type
P License Key

MNetBackup Master Server
Install a Master Server, Al least one Master Server is required For NetBackup to
propetly Function.

System Mames MNetBackup Media Server
Remote Hosts %E Install a Media Server. & NetBackup Master Server is required For the Media
Server ko properly Function,

Options

Clusters

Install

NetBackup Remote Administration Console
Install a Remote Administration Console, The Remate Administration Console
allows you to remotely administer any number of NetBackup Servers from
one location,




6. Install the Server Debugger Symbols.

Symantec NetBackup Features
Select the Symantec NetBackup Features to Install.

Feature List: Feature Description:
Welcome Server Debugger Symbols The NetBackup Debugger
Snstal Symbols enable you to quickly
License Agmt troubleshoot certain problems
¥ Do not install which may arise during the
Install Type course of operation,
License KE‘Y
Options
Clusters

Symantec NetBackup P ] 4

Symantec NetBackup Features
Select the Symantec MetBackup Features to Install,

Feature List: Feature Description:

Welcome The NetBackup Debugger
Symbals enable you to quickly

License Agmt troubleshoot certain problems
which may arise during the

Instal Type course of aperation.

License Key

Cptons

Clusters

System Mames
) Remote Hosts
Instal

Diestination

\Program Filesieritas Change... |

Technical Support

8 symantec. Back MNext Cancel




7. Netbackup ports info:

ymantec NetBackup

Welcome
License Agmt
Install Type
License kKey

» options
Clusters
Systemn Mames
Remote Hosts
Install

Techrical Support

"W symantec.

NetBackup Port Numbers

Enter the port numbers for the Following MetBackup Processes and Services. The port
numbers do not need ko be modified except under unusual circumstances .

bocd [EEE brd [13720 vnetd  [1avza |
vopied  [137EE bpiawva 13722 bpdbm  [13721
bpigbd  [1372z tided [13711 NB_dbsrv [ 13788
wrnd [teror | timd [13718 tlged [ta7os
tiad [ta71z | acsd [1a7oz tlhed [taz17

Defaults Back MNext

8. Netbackup Services Page

i Symantec NetBackup

Welcome
License Agmt
Install Type
License key

P Cptions
Clusters
System Mames
Remote Hosts
Install

Techrical Support

M crantar

NetBackup Services

Choose the username and password and the startup type ko be used for the
Symantec MetBackup services,

Il _5453 the built-in system account;

Username | [T Terminate NetBackup processes

Password |

Domain I j [ abart install if reboot is required
Startup:

IV ' automatic ' Manual ‘

[V Stark NetBackup Server Services After Install

Back Next

Cancel

=lojx

Cancel




9. Enter the Master server details:

Welcome
License Agmt
Instal Type
License Key
Options
Clusters

P System Mames
Remaote Hosts
Instal

Technical Support

) symantec.

Symantec NetBackup

NetBackup System Names
Enter the names of the servers in your environment.

[Master Server Mame: nbraster

Additional Servers:

Enter the names of all additional
MetBackup master and media
servers that communicate with
this machine,

EMM Server Name: rbmaster
For most installations, the

Enterprise Media Manager

Serwer can remain the same as

the Master Server Mame.

=1ox]

OpsCenter Server

OpsCenter is the next-generation monitoring, reporting, and administrative solution designed to
centrally manage one or mare MetBackup installations from a web brawser. IF wou have an OpsCenter
server in your environment or are planning on installing one, please provide the name or IP {for
clusters do not use the wirtual name) for your OpsCenter server,

OpsCenter Server harme (Optional)

Back Next

Cancel

10. Media Server must be installed only after master installation is complete.

Welcome
Licensa Agmt
Instal Type
License Key
Options
Clusters

) System Names
Remote Hosts
Install

Technical Support

%) symantec.

Symantec NetBackup

NetBackup System Names
Enter the names of the servers in your environment.,

Media Server Mame: I nbmedia

Master Server Mame: I nbmaster

Additional Servers:

Enter the names of all additional
MetBackup master and media
servers that communicate with
this machine,

EMM Server Marme: rbrmasker
For most installations, the

Enterprise Media Manager

Server can remain the same as

the Master Server Name,

Back

Mext

=101

Cancel




11. Install Summary Precheck.

ymantec NetBackup =0 =]

Ready to Install the Program
The wizard is ready to begin installation.

Please review your settings below. Click Install to begin the installation. If you wank ko changs any of your

Wielcome installation settings, dick Back. Click Cancel ko exit the wizard.

License Agmit

Install Type =
License Key ’syl’nf:lrﬂ.ecw NetBackup Installation Summary
Cptions
Clusters @ nemasTeR
System Mames
Remote Hosts Back ta To
P Install
NBEMASTER on NEMASTER
OVERVIEW
Date /Time: 10/17/2013 06:39:17 AM
System Role: MetBackup Master Seruer
Install Method: Local Installation
Install Typa: Custarn
Techrical Support Operating System: Microsoft Windows Seruer 2003 Entarprise Edition
Processor Type: %86 =
©nee installation begins, this installation summary will be saved to the installation log dirsctory.
’ symantec. Print Back Install Cancel

i Symantec NetBackup ;Iglil

Installing Symantec NetBackup
The program features you have selected are being installad,

Wiglcome Installing Symantec NetBackup

License Agmt
Install Type
License key
Options
Clusters Copying new files

System MNames

Remote Hosts

File: becluster pdb, Directory: C:\Program Files\Veritas\MetBackupibinl, Size:
P Install S

Terhnical Support

__ I




12. Install complete Window.

il Symantec NetBackup ;lglﬂ

Installation Complete

Additional License Kevs

Weel Click Add Keys to enter the license keys for all other
License Agmt fidd keys MetBackup options you plan ko use,
Instal Type
Licerse Key Thank you for using Symantec NetBackup,
Options
Clusters
System Mames ™ Launch MetBackup Administration Cansole now.
Remaote Hosts ™ Launch OpsCenter Installer,
P Instal

‘iew installation log file |

Technical Support

’ symantec. Einish

Library Configuration:

1. Kick start the Fire streamer installer.

Firestreamer Setup = 0] x]

Welcome to the Firestreamer Installer |/.. . |

The Installer will install Firestreamer 4.0.0 on your computer. Click Mext to
continue or Cancel to exit the Installer,

= Back. I Mext > I Cancel




2. Accept the licensing.

1=
End-User License Agreement )

Please read the following license agreement carefully.

END-USER LICENSE AGREEMENT FOR il
FIRESTREAMER

Please read this end-user license agreement ("EULA") carefully.
By installing or using Firestreamer, you agree to the terms of this
EULA. If you do not agree, do not use Firestreamer.

GENERAL

Thiz FlIl & iz a lenal anreement hehween van feither an individual ar a ;I

¢ 1 accept the terms in the License Agreement

" 1 do not accept the terms in the License Agreement

< Badk I Next > I Cancel

3. Proceed with the defaults until completion.

ji Firestreamer Setup N i 4

Select Installation Folder

restreamer Setup

Ready to Install

The Installer will install Firestreamer in the following folder.

To install to this folder, dick Next. To install to a different folder, dick Browse and select

another folder.

Folder name:

IC:\Program Files\Cristalink\FsChanger, Browse |

Click Install to begin the installation. If you want to review or change any of your installation
settings, dick Back. Click Cancel to exit the Installer.

Disk Usage | < Back I Mext > I Cancel |

< Back I Install I Cancel |

i'.g‘ Firestreamer Setup ll

Installing Firestreamer

Please wait while the Installer installs Firestreamer. This may take several minutes.

Status: Installing drivers, please wait...

c |

il

Completing the Firestreamer Installer (g2

° The Installer has successfully installed Firestreamer, Click the Finish button to
exit.

< Bk Texk = | Cancel I

= Batk I Finish I Cancel




4. Navigate to computer management to notice the installed Robotic Library along with Tape
Drives.

S Computer Management

File Action View Help
gBatteries

Lo sl o] L
;g Computer Management (Local)
=} System Tools
@ Task Scheduler K| Computer
@ Event Viewer {— Disk drives
[z2| Shared Folders L. Display adapters
&_J Local Users and Groups L—Lﬂ DVD/CD-ROM drives
- Floppy disk drives
== Floppy drive controllers
E’;{. Human Interface Devices

(%) Performance
= Device Manager
= (25 Storage
(=¥ Disk Management - IDE ATA/ATAPI controllers
:;:'?3 Services and Applications ZZ Keyboards
E Medium Changer devices
o E Firestreamer Media Changer
W Memory devices
B Mice and other pointing devices
A/ Monitors
#]-EF Metwork adapters
E Ports (COM &LPT)

-- Processors

---:‘| Sound, video and game controllers
ﬂ:— Storage controllers

M| System devices

Tape drives

@ Firestreamer Tape Drive

@ Firestreamer Tape Drive

L_j Firestreamer Tape Drive

@ Firestreamer Tape Drive

@ Firestreamer Tape Drive

Robot & Drive Configuration:

1. Launch the netbackup admin console. You can also type the command “nbconsole” from run
prompt. Make sure to configure the paths under Environment variables (Man path
configuration) for the commands to work.

i ntec MetBackup |l MetBackup Agents 3 Eﬂ MetBackup M3 SQL Client
Symantec OpsCenter  # @ Backup, Archive, and Restore

é Internet Explorer { EBare Metal Restare - Book Server Assistant

9 COutlook Express { EBare Metal Restare - Master Server Setup

.. Remote Assistance E MetBackup Administration Consale

m - g MNetBackup Client Job Tracker
oa

= Run =]

7>  Typ=thename of a program, folder, decument, or Internet
resource, and Windows will open it for you.

Open: nbconsole -

[ oK ] [ Cancel ] [ Browse... ]




2. On Nbconsole, navigate to Robots under Devices.

| nbmaster {Master Server) Robot Mame I Device Host I Ro... I Ro... I Seri
% Activity Monitor
|- MetBackup Management
Reports HE Mew... Ins
1 policies i Change. .. Enter
Storage P Delets Del
Catalog = Inventory Robot...
Host Properties
I--@ Media and Device Management c'|E| Diagnose...
=3 Device Monitor .
E= Media Refresh
Devices
View »
= Drives E . N
olumns
Robots .
Ea Media Servers . Sort...
Server Group Find »
Topology -
SAM Clients =7 Filter... Ctrl+T
2 Credentials ¥ Clear Filter Cirl-+HJ
I--@ Access Management )
I---’ Bare Metal Restore Management Settings >

3. Choose the device host and provide a robot number ( Default: Starts from Numeric value 0)

=i

Device host:

i

Robot type: Robot number:
|7 o - Tape Library oLT | I —:'l
Robot name: TLOO)

— Robot control

E3—{#=3 = Rrobotis controlled locally by this dewvice host.

E8 E388 ¢ Robot control is handled by a remote host.

Robot device (dick Browse to select):

| Browse. .. I

Pobob control host:

[=Ted [ Cancel | Help |




Device host:

Inbmaster j

Robot type: Robot number:
[TLD - Tape Library DLT =l o =
D mbnd mmrmess T My

Select one of the existing devices on host nbmaster,

Cancel

1

4. Robot is configured. The same appears on the right pane.

| [AllRobots =

Robot Name | Device Host | Ro... | Ro... I Serial Number | Robot Control Host Inguiry Information
TLD(D) nbmaster LD 0 LOCHGR3ADS51ADEBG3SE31190A2000C2 CRSTLIMKFirestrmrChanger401

| Robotic Path | NDMP Host | Port | Bus [ Ta.. | LUN|Enabled |

35 0 2 0 Yes

5. Now swing to the top and pull up Drives.

= EER A N AN -~.|uu-=u|=|xru|u'u|m|m|w|.l;|“-lr
naster All Drives
nbmaster {(Master Server) Drive Name | Device Host | Drive... | Roba... | R
R Activity Monitor
Ml MetBackup Management
+ Reports
& Policies
Storage Y% Mew Tape Drive... Ins
g Catalog %5 New Optical Drive. ..
@ Host Properties s Change... Enter
Media and Device Management o
Delet Del
@ Device Monitor D -
; =l Media ) Diagnose..
EE Devices
i i) Drives Refresh
B Robots
Bl Media Servers Yiew >
% Server Group Columns 3
Topology o Sort...
&) SAN Clients Find 5
£3, Credentials
{7 Access Management N7 Filter... Cirl+T
- Bare Metal Restore Management ? Clear Filter CtrlH
Settings 3




6. Provide a Drive name. Click Add on Right, select the dropdown under hostname to choose
the server. Make sure Enable host path is checked.

==l
Drive name:
[Driveo ™ Use drive name rules Configure. .. I
[~ Host and path information:
Enabled [ Host [ Path [ Port [ Bus [Target  [Lun [rorme ... [ Protec... | Add...
L1
1. Add Path =| —I EEEEE
—Host Information [ srange... |
Host name:

[ Drive Information — pathiis For & Metwork Attached Storage device
Drive type: MEHTE Host:
[oLT Cartridae @D I =]

I Drive is in a robetic li
—Path Information

Robotic library:

Port: Bus: Target: Lz
Robot drive mumber: I - I - I ° I - MLI
1 =i I~ Enable host path
Override SCSI Reserve settings:
[server Default =1 el I Help I
[ | e 1 2
Drive0d1 =
I [~ use drive name rules Configure...
—Host and path information:
Enabled | Host | Path I Fort | Bus |Target | LUM | MOMP ... | Protec... | Add...

x
Select one of the existing devices on host nbmaster. o I
i i Serial Mumber |
ndVirtual Tape w4.2 ¥ 0 0 0 00010000000

StarWindvirtual Tape  v4.2 34 o 1 0 00020000000

- CRSTLINKFirestrmrDrive 401 35 o 1 0 LOTDOO3ADS:

- CRSTLINKFirestrmrDrive 401 35 0 1 1 LOTDO13ADS:

CRSTLINKFirestrmrDrive 401 35 o 1 2 LOTDOZ3ADS:

IDLT Car CRSTLINKFirestrmrDrive 401 35 0 L 3 LOTDO33ADS:

a CRSTLINKFirestrmrDrive 401 35 o 1 4 LOTDO43ADS:

Riobatic | | i
Robat dr

I i j ¥ Enable host path




7. Change the media to DLT Cartridge, check the box “Drive is in robotic Library, choose a
robot drive number (Default, Starts from 1) and click OK.

Drive name:

Drived1

I

[ use drive name rules Configure...

—Host and path information:

Enabled | Host | Fath | Port | Bus | Target I LUM | MOMP ... | Protec... | Add...
fes nbmaster 35 0 1 0 DEFALLLT

Eemove

il

Change. ..

—Drive Information

Drive type: Cleaning Frequency (In hours) Serial Mumber:
IDLT Cartridge (dif) | | 0 :Il LOTDO03ADS 1ADESS:

IW| Drive is in a robotic library.

Robotic library:
ITLD{U} - nbmaster j

Robot drive number:

E =

8. This would prompt to restart Netbackup Device Manager Service to accept the drive and
update in EMM (Enterprise Media Managar) Database. The same works for the Robot
configuration when getting updated.

5 Restart Device Manager |

The device configuration has been updated on the device hosts listed. In order for
the changes to take effect the device manager service (daesmon) must be stopped
and restarted. If multiple changes are being made wait until all changes are made
to restart the device manager service for the device host.

Would you like to stop and restart the device manager service (daemon) now?

Device Host |
nbmaster

Yes Mo




8a. Configure the rest of the drives in a similar fashion.

All Drives
Drive Mame | Device Host | Drive... | Robo... | Robo... | Robo... | Enabled | Drive Path | Port Bus | Target
=P Drive01 nbmaster DLT LD 0 1 Yes 35 0 1
=) Drived2 nbmaster DLT LD 0 2 Yes 35 0 i
=) Drivel3 nbmaster DLT TLD 0 3 Yes 35 0 1
=) Drivel4 nbmaster DLT TLD 0 4 Yes 35 0 i
=) Drive05s nbmaster DLT LD 0 5 ‘Yes 35 0 1
b. For robot and drive configuration on media server, change the host name as shown below:
Drive name:
IDriveD? —. . . :
x| -
—Host and path information: —
Enabled I Host r~Host Information :I
Host name: =
Inhmaster j
nbmaster =
MOMP Host: N
| i
—Drive Information —Path Information —
Drive type: Port: Bus: Target: LUMN:
|1f4" Cartridge (gscsi) Ig 1] IU IEI Browse... |
[~ Drive is in a robotic libr
Robatic libraty: ¥ Enable host path Note:
Override SCSI Reserve settings: ote:
Pl i e [server Defaut = Since the library is not a shared system , the Robot
Il—::l' ,TI orcel | e | and Drive must be confizured on Media Server itself.

oK | Cancel |

c. On installing Starwind software, you can configure the drives the same way as performed for
Firestreamer.



Starwind ISCSI SAN SERVER

1. Startup the wizard.

IR

Welcome to the StarWind iSCSI
Server Setup Wizard

This will install StarWind iSCS1 Server v.5.4.1575 { build
207100708 ) on your computer.

It is recommended that you close all other applications befare
continuing.

Click Mext to cortinue, or Cancel to exit Setup.

Next = Cancel

2. Accept the licensing terms.

(=) Setup - StarWind iSCSI Server
License Agreement

Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

KtarWind Software ﬂ

StarWind iSCSI Target StarWind Software End User License Agreement

IMPORTANT - READ BEFORE COPYING, INSTALLING OR USING

Do not use or load install this software the StarWWind iSCS1 Target or any associated
materals {collectively refered ta as, the "Softwane") until you have carefully read the
following terms and conditions. By loading installing or using the Software, you agree
to the terms of this Agreement. F you do not wish to so agree with the terms, do not LI

{* | accept the agreement
i~ | do not accept the agreement

< Back Next = Cancel




3. Accept the defaults and proceed.

=) Setup - StarWind iSCSI Server

Inf ormation
Flease read the following importart information before continuing.

When you are ready to continue with Setup, click MNesd.

Mersion 5.4 a
Mew features and improvements

High &xwailability; Caching added. */rite-Through and “write-Back modes are
supported.

High Availability: Autozyne functionality added. when HA node becomes active, it iz
gunchronized and binged onling automatically if autosync oplion haz been et

[B%alume: Maximun device size limit of 2T has been remaoved.

[ netallation: Allow rule for Starwfind service iz being added to Windows firewall on
praduct ingtall.

S =

< Back Next > Cancel |

=) Setup - StarWind iSCSI Server

Select Destination Location
Where should StarWind i5C51 Server be installed?

I Setup will install StarWind iISCS| Server into the following folder.

To continue, click Mest. If you would lilke to select a different folder, click Browse.

- \Program FilesStar\Wind Software' Star\Wind Browse ... |

At least 1.2 ME of free disk space is required.

< Back Mext = Cancel




4. Important Services Required

=) Setup - StarWind iSCSI Server

Select Components
Which components should be installed?

Select the components you want to install; clear the components you do not want to
install. Click Mesd when you are ready to continue.

Full installation -

StarWind iSC5] Service

01 MB

StarPort Driver 0.1 ME
StarfVind Management Console 396 MB
- [ StarWind Manuals 415MB

Cument selection requires at least 98.6 MB of disk space.

< Back Mesd = Cancel

=) Setup - StarWind iSCSI Server

Select Start Menu Folder
WWhere should Setup place the program’s shortcuts?

Setup will create the program’s shortcuts in the following Start Menu folder.

To continue, click Mexd . I you would like to select a diferent folder, click Browse.

Browse. .. |

StarWind Software . Star¥Vind

< Back MNext = Cancel




=) Setup - StarWind iSCSI Server

Select Additional Tasks
Which additional tasks should be peformed?

Select the additional tasks you would like Setup to perfform while installing StarWind
iISCS| Server, then click MNext.

Additional icons:

¥ Create a deskiop icon

< Back Mext = Cancel

=) Setup - StarWind iSCSI Server

Ready to Install
Setup is now ready to begin installing StarWind iSCS| Server on your computer.

Click Install to continue with the installation, or click Back if you want to review or
change any settings.

Destination location: -
C:MProgram Files*StarWind Software'StarWind

Setup type:
Full installation

Selected componerts:
Star'Wind iSCS| Service
StarPort Driver o
Star'Wind Management Console
Star'Wind Manuals

Start Menu folder: -
4] 3

<Back | mstal |  Cancel |

5. Microsoft ISCI service should be running/ is mandatory before install; else the ISCSI binding
would fail.



=" (=~} Setup - StarWind iSCSI Server

top I
| Ready to Install
Hoag Setup is now ready to begin installing StarWind iSC51 Server on your computer. |
nt Pl !
!
. Click Install to continue with the installation, or click Back if you want to review or 1
= change any settings. :
Imen’
| [T R - h

doene x| =

r
n b Microsoft iSCSI service is required. Please make sure that M3 iSCSI

L /.-' Initiator Service is running and it is set to automatically start when
: = your server is rebooted,

+ QK I Cancel |

Start Menu folder: *
L | [ 3
<Back [ sl | Cancel |

6. M-ISCSI, by default is set to disabled. Choose start type as “automatic” and enable the service.

. Services (Local)

Microsoft iSCSI Initiator Service ame Description Status Startup Type Log C
. . Media Center Extender Service  Allows Med... Disabled Local
St_cgthesemcg: : Microsoft MET Framework M... Microsoft ... Dizabled Local
Restart the service ) ) .
. Microsoft \MET Framework M... Microsoft ... Disabled Local
. Microsoft \MET Framework M... Microsoft ... Automatic (0., Local
Eﬂesc”ptm{": SCST fi5C . Microsoft .\MET Framework M... Microsoft ... Automatic (D.. Local
anages nterne_t (5C3D ; Microsoft iSCSI Initiator Servi... ManagesIn.. Started Automatic Local
sessions from this computer to
remote iSCSI target devices. If this ; Microsoft SharePoint Worksp... Manual Local
service is stopped, this computer will ; Microsoft Software Shadow ..  Manages so... Manual Local
:Dt :te allij’ltehi':o Iogl.n or a;_cei:l '2(:51 . Mozilla Maintenance Service  The Moazilla ... Manual Local
argets. IS SErvICE |5 isabied, any . Multimedia Class Scheduler Enables rela... Automatic Local

services that explicitly depend on it
will fail to start. ¢ Multi-user Cleanup Service Started Automatic Local

; Met.Msmq Listener Adapter Receives act... Disabled Metw




7. Accept Trust and install the software.

i

Installing
Flease wait while Setup installs StarlWind iSCS| Server on vour computer.

il

Would you like to install this device software? |

. Mame: StarWind System devices
E-i-,,‘_w Publisher: StarWind Software Inc

V¥  Always trust software from “Starwind Software Inc”. Install Don't Install

[-5;' You should only install driver software from publishers you trust. How can I decide which
device software is safe to install?

Eanzel |

8. Launching the application would pull the Welcome Screen and then disappear to the task bar.

StarWind

9. Right click the wavy symbol and click on “Start management” to bring forward the Management
Console.

Start Management

Exit o
Starwind "‘ S D pm0m013!




10. Sneak Peak-> Management Console: Focus on Virtual Tape Devices.

'& StarWind Management Console
 Fle Host Target Options

@‘&;P;P PRotO

E Star\Wind Servers

StarWind Enterprise Edition

StarWind Server is an advanced, reliable and powerful
ISCSI Target software that converts any Windows Server
into & SAM in less than 30 minutes. Storage can be
consolidated, virtualized and centrally managed, and
StarWind's unlimited data storage scalability makes it
perfect for any organization.

The Enterprise Edition offers all of the features in one
package:

- Mirroring and Replication

- CDP and Snapshots

- Virtual Tape Devices

- Storage Virtualization

- Mirrored Fail-5afe Volumes

Common Tasks

p Add StarWind Server
This option allows you to add local or remote StarWind

11. Three ways to add host.

& StarWind Management Console
° File | Host | Target Options Help

: p Add Host

E Remove Host =

Management Interface Settings »

Registration »
in

[T iscsiTe

Common Tasks

p Add StarWind Server
This aption allows you to add local or remote StarWind




12. The default screen looks like this.

"Add New Host | |

Host: Port:

| [ 3281

Discovery | Authentication

Select remote host you want to connect:

Host Mame Host IF Address Port

[ 1P Range

From: | o |

[ oK ] [ cancel | [ aAdvanced=<

13. Define the host and ip Range and click ok to add the server.

Add New Host (=23
Host: Port:
| nbmaster.anup.int | | 3261 |

Discovery | Authentication

Select remote host you want to connect:

Host Name Host IP Address  Paort

IP Range
,:mm:llgz.lsa.zs.n T |192.168.25.254

[ OK ]l Cancel ]’ Advanced <<

ﬁ StarWind Servers
g NEMASTER., AMUP, INT : 3261



14. Right click on the added server and click to connect to login.

StarWind Servers

i Connect

[ TP P———

IB Remove Host

15. Login to the starwind system.

Legin

8_/9 Enter the user name and password to connect to this server.

Login: | |

Password: | |

16. Upon Logging, the target symbol pops up and followed by a “successful connection” message
near the task bar.

E StarWwind Servers

= l NEMASTER. ANUP.INT : 3251

b = Targets

Host NBMASTER.ANUP.INT : 3261 has been successfully connected!




17. Look out for the three tabs as shown below:

’General !Cunﬁguraﬁun !Ser'uer Log -

Server Mame: MEBMASTER. AMUP  INT
Port: 3261

Full view of General tab:

Server Name: MEMASTER., AMUP.INT
Port: . 381

Authentication: Basic

Status: Logged In

License Type: [ ]

Trial days left [ ]

Full view of Configuration tab:

General / Configuration . Server Log

Management Console Settings

&0 Management Interface

Note:
->MS-ISCSI initiator port=3260

-> Starwind-1SCSI port=3261

Network Remove | Maodify
IP Address | Port
[ 132, 168.25.131 3260
127001 3260



18. Right Click on target symbol and click on “add target”

h StarWind Servers

— . MBMASTER. ANUP.INT : 3261

<

uh:' Add Target

= Refresh

19. Enter a target alias and click next.

Add Target Wizard (5]
Common target parameters .
Spedfy target alias and target name. $
Target Alias:
vt |
DTarget Mame:
B [ MNext = ] [ Cancel ] [ Help l

Note: the target name which is shown above is otherwise known as ISCSI FQDN(Fully Qualified Domain
Name)

20 . Select Tape Device and click next.

Add Target Wizard [
Storage type P——
—_—

Select storage type.

Hard Disk
Select this option to export physical or virtual hard disk device.
~)  Optical Drive
Select this option to export physical or virtual optical drive.
@ Tape Dewvice
Select this option to export physical or virtual tape device.

[ <Back [ Next>= | [ cancel ] Help ]




21. Choose virtual and click on next.

Add Target Wizard
Device type —
Select device type, —
Physical
Select this option to export physical tape drive.
@ Virtual
Select this option to create and expart virtual tape drive.
< Back ][ Mext = l l Cancel ] l Help
22. Choose create new virtual tape and click next.
Add Target Wizard (=23
Device type —~—
Select device type. —

Mount existing virtual tape
Choose existing virtual tape and export it as iSCSI target.

@ Create new virtual tape
Create new virtual tape and export it as iSCSI target.

< Back ][ Mext = ][ Cancel ll Help




23. Create a virtual tape with .vtl extension and choose the location to save it and clcik next.

-

Add Target Wizard

Virtual tape parameters —~—
Spedify virtual tape parameters. -'-::_":

Mew virtual tape location and name:

| My Computer\Clstarwind_tapesiwd 1. vt | v| E]
Size in MBs: 256 =

[ compressed

[C|Encrypted

User account that will have access to this image

MName | |

Password | |

[T Fill with zeroes By checking this box, you have chosen to fill the virtual tape image file
with zeroes. As a result, it may take more time to create the file.

< Back ][ Mext = ] [ Cancel ] [ Help ]
Add Target Wizard =S
Virtual Tape device parameters —~—
Specify Virtual Tape device parameters. —
Select virtual tape you want to make accessible via iISCSL:
| Computer\Clstarwind_tapes'vil.vil | - | g
["|Read-Only mode

[ Allow multiple concurrent iSCSI connections (cdustering)

< Back ]i Mext = ]l Cancel ]l Help




24. Final Target Device and Target Name Check.

Add Target Wizard ExT|

Add Target Wizard

The following device will be added:

VirtualTape1

You specified the following settings:

Virtual Tape device : My Computer\C\starwind_tapesivt 1.vtl -
Read-Only : Mo

Clustering : Mo

Click Next to add new device,

<Back || Mext> | [ cancel | [ Hep

Add Target Wizard [ExS]

Add Target Wizard

The following device was created:

VirtualTape1

Target name:

ign. 2008-08. com. starwindsoftware:nbmaster. anup.int-vt o

To dose this wizard didk Finigh.

< Back Canc Help

m

Note: The target name is the complete FQDN with regards to ISCSI standards.



25. Configured Target shoots up on the right pane.

= r
Nind Servers
NEMASTER. ANUP.INT : 3261 Target List . CHAP Permissions ' Access Rights
c_ Targets Target Alias | Target IQN | Clustered
-t ian. 2008-08.com. starwindsoftware:nbmaster...  No
vl
- )
/ Devices "(SCSI Sessions /CHAP Permissions ",
Device Name | LN | Device Type | state
B VirtualTape1 0 Virtual Tape Active

26. Tape Directory on Server.

iter = Local Disk (C:) = starwind_tapes - m I Search starwind_tapes

library +  Sharewith +  Mew folder H= - m |
MName “ Date modified | Type | Size |
ITER 10/20/2013 11:24PM VL File 1,048,576 KB
| vtz 10/20/2013 11:24PM VL File 2,097,152 KB

27. Pull up MS-ISCSI initiator and navigate to target tab. Input the target ip(Server ip) and click on
Quick connect.

Initiator Properties x|l
Quick Connect

Targets | Discovery | Favorite Targets | Volumes and Devices | RADIUS | Configuration |

[EeeErs ) Targets that are available for connection at the IP address or DNS name that you
To discover and log on to a target using a basic connection, type the IP address or provided are listed below. If multiple targets are available, you need to connect
DNS name of the target and then click Quick Connect. o each target individually.

. 152,168, 25. 131 T —— I Connections made here will be added to the list of Favorite Targets and an attempt

s | Qu to restore them will be made every time this computer restarts.

Discovered targets

Refresh I [ Discovered targets

MName | Status |

Mame

4] | |

Progress report

There are multiple Targets discovered. Please select a single Target for Login
using Quick Connect.

To connect using advanced options, select a target and then Conmect I
dick Connect.

To completely disconnect a target, select the target and Disconmest. I
then dick Disconnect.

For target properties, induding configuration of sessions, Froperhiss., .. I
select the target and dick Properties.

Connect I Done I
For configuration of devices assodated with a target, select Devices... |
PR aialli byl



28. Select available targets and click on connect.

i

Targets that are available for connection at the IP address or DNS name that you

provided are listed below. If multiple targets are available, you need to connect
to each target individually.

Connections made here will be added to the list of Favorite Targets and an attempt
to restore them will be made every time this computer restarts.

[ Discovered targets

fame [ status

An. 20038-08. com.starwindso ftware :nbmaster.anup.int-wd Connected
On. 20038-08. com.starwindsoftware :nbmaster.anup.int-vd1 Connected
EN| | L]

Progress report
Login Succeeded.

Done I

29. Connected Devices appear under Target Tab.

i5CSI Initiator Properties

Targets |Dismueryr| Favorite Targetsl Valumes and De'ulicesl RADIUS | Configuration I
— Quick Connect

|

To discover and log on to a target using a basic connection, type the IP address or
DMS name of the target and then dick Quick Connect.

Target: I | Cuick Connect, .. |
—Discovered targets
Refresh
Mame | Status I

ign. 2008-08. com.starwindsoftware:nbmaster .anup.int-vtl  Connected
igr. 2008-08. com.starwindsoftware :nbmaster .anup.int-vtll Connected




30. The Target IP would appear in the Discovery Tab.

]
Targets Discovery I Favorite Targets I Volumes and Devices I RADIUS | Configuration I
~Target portals
The system will look for Targets on following portals: Refresh
Address | Port | Adapter | P address |
192.165. 0P | 3260 Default Default
To add a target portal, dick Discover Portal. Discover Portal...
To remove a target portal, select the address above and Remove
then dick Remove.

31. Navigate to Computer management and notice the added device.

E’.::CGI‘I] puter Management

File  Action View Help
g Batteries

ple 2 ] e 7 el
-8 Computer

;5'1 Computer Management (Local) -
= Disk drives

= '[?% System Tools
@ Task Scheduler
'a; Display adapters
-y DVD/CD-ROM drives

i2] Event Viewer
- Floppy disk drives

2| Shared Folders

g Local Users and Groups
& Floppy drive controllers
Eﬁ Human Interface Devices

Performance
=y Device Manager

g IDE ATAJATAPI controllers

&% Keyboards

[l (25 Storage
=¥ Disk Management

-- Medium Changer devices

- Memory devices

_-:_a'¢ Services and Applications
8 Mice and other pointing devices

l_::l Manitors

-F Network adapters

JRE' Other devices

i3 Starwind Virtual Tape 5C5I Sequential Device

i

B 66




32. To setup the device, the tape driver software needs to be installed.

Wind_VTL_Tape_Driver

"y Run as administrator
Troubleshoot compatibility

33. Proceed with the installation, taking the default values.

2 Setup - StarWind VTL Tape Driver =] 54

Welcome to the StarWind VTL
Tape Driver Setup Wizard

This will install StarWind VTL Tape Driver, v4.2 (build
20050607) on your computer.

It iz recommended that you close all other applications before
continuing.

Click MNext to continue, or Cancel to exit Setup.

Nex > Cancel

W2 Setup - StarWind VTL Tape Driver
License Agreement

Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

StarWWind Software i’

StarWind VTL Tape Driver StarWind Software End User License Agreement

IMPORTAMNT - READ BEFORE COFYING, INSTALLING OR USING

Do not use or load install this software the StarWind VTL Tape Driver or any

associated materals (collectively refered to as, the "Softwane") until you have

carefully read the following terms and conditions. By loading installing or using the
Software, you agree to the terms of this Agreement. i you do not wish to so agree LI

% | accept the agreement
| do not accept the agreement

< Back Mext > Cancel




= Setup - StarWind VTL Tape Driver

Select Destination Location
Where should StarWind VTL Tape Driver be installed?

Setup will install StarWWind VTL Tape Drver into the following folder.

To continue, click Mext. f you would like to select a different folder, click Browse.

\Program Files'StarWWind Software'\StarWind VTL Tape Driver Browse.. |

At least 0.7 MB of free disk space is required.

< Back Mext = Cancel

IRE Setup - StarWind VTL Tape Driver

Ready to Install
Setup is now ready to begin installing StarWind VTL Tape Driver on your

computer.

Click Install to continue with the installation, or click Back i you want to review or
change any settings.

Destination location: ﬂ
C:Program Files*Star\Wind Software'StarWind VTL Tape Driver

cBack [ nstal | Cancel |




Il

Completing the StarWind VTL
Tape Driver Setup Wizard

Setup has finished instaling StarWind VWTL Tape Driver on your
computer.

Click Finish to exit Setup.

34. The tape device appears as shown below:

Computer Management (Local) ]
i} system Tocls Batteries

@ Task Scheduler Computer
Event Viewer = Disk drives
[@2] Shared Folders L. Display adapters
& Local Users and Groups DVD/CD-ROM drives
_ Performance Floppy disk drives
= Device Manager LQ Floppy drive controllers
=5 Storage -WF Human Interface Devices

Ly [DE ATA/ATAPI controllers
Z= Keyboards
é Medium Changer devices
-Jilil| Memory devices
u_{ Mice and other pointing devices
| Moritors
2¢ Metwork adapters
Ports (COM &LPT)
ﬂ Processors
Sound, video and game controllers
= Storage controllers
System devices
o5 Tape drives
i@ Firestreamer Tape Drive
Firestreamer Tape Drive
& Frestreamer Tape Drive
Firestreamer Tape Drive
Firestreamer Tape Crive
StarWind Virtual Tape SCSI Sequential Device
StarWind Virtual Tape SC5I Sequential Device

=¥ Disk Management
_: Services and Applications




9. Final view with Firestreamer and Starwind Tape Drives.

All Drives

Drive Mame | Device Host | Drive. .. | Robao... | Robao. .. | Roba... | Enabled | Drive Path | Portl Busl Targetl LUN | S
(= Drivedl nbmaster DLT TLD 0 1 Yes 35 0 1 0 LC
(= Drive02 nbmaster DLT TLD 0 2 Yes 35 0 1 i Lt
[ Drived3 nbmaster DLT D 0 3 Yes 35 0 1 2 L
[ Drived4 nbmaster DLT LD 0 4 Yes 35 0 1 3L
(= Driveds nbmaster DLT TLD 0 5 Yes 35 0 1 4 L0
&7 Starwind_drived 1 nbmaster DLT NONE Yes 34 0 ] 0o
(&= Starwind_drived2 nbmaster DLT NONE Yes 34 0 1 0o

10. Go back to server view and click on Configure Storage Devices.

nbmaster (Master Server) | ﬁl Symantec NetBackup™

-3 Activity Morito
g ctivity Monitor ~. Getting Started

-1l NetBackup Management .
;i Reports Get step-by-step help setting up MetBadkup.

1l policies
Storage B Configure Storage Devices
g Catalog Define robots and drives.

Haost Properties
B Media and Device Management
: @ Device Maonitor
E=l Media

— -

Configure Volumes
Inventory robots and define volumes for use in standalone drives.

11. Proceed with Device Config Wizard.

Device Conhguration Wizard Al

Welcome to the Device
ﬁ Configuration Wizard.
=

This wizard configures storage devices for use with NetBackup.
This wizard uses device serialization to configure robotic
libraries and drives.

Before starting, physically attach your storage devices to the
server and perform all configuration steps specified by the
device or operating system vendors.

To begin, click MNext. For assistance, click Help.

< Back Neat > Cancel Help




12. Select the device host and click next.

Device Configuration Wizard

=
Device Hosts

Specify the hosts on which to aute-discover/configure devices. j

If you are running this wizard for the first time, please add and check all hosts with attached
devices.

Only hosts that are checked will be scanned. So, if updating after device changes, only the
affected hosts need to be scanned. However, all hosts sharing a device must be scanned.

Device Hosts

I Optional Devices to be Scanned | Change. .. |

Configure Drive Name Rules...

To start device detection, click Next.

< Back Next = Cancel Help

13. Device Scan detects the Library.

Device Configuration Wizard x|
Scanning Hosts

Wait while devices are auto-discovered. i
=

Auto-detection has completed for all hosts checked.

Progress:

Host | {Cperation | Status

+" Ml Hosts  Preparing to scan for devices. Done.
nbmaster Scanning for devices.

To view detected devices, click Next.

< Back MNext > Cancel Help




14. As there are no SAN clients configured, click on Next on the San client page.

Device Configuration Wizard x|

SAN Clients
Review the SAN Clients NetBackup has found. \5

If you have a SAN Client that does not appear in the list, use the Add button to manually add it.

Note: Adding @ SAN Cliert in this way will only inform Net Backup to perform a scan for FT Target
Devices seen by the SAM Client. You must first have performed all the physical attachment and
installation steps necessary for SAN connectivity.

Freferences... | Add... |
SAN Clierts
MName | State | Usage Preferences I Mum FT Media Servers I
Fibre Transport Devices seen by the selected SAN Client:
Client HB... | Media Se... | ServerH... | Server LUN | Device State |
« Back Next > Cancel Help

15. Medium shows unconfirmed, while Drive shows configured. You can ignore that as the OS
is unable to determine the serial number, even though it is configured.

Backup Devices
Review the devices NetBackup has found. j

If you have a backup device that does not appear in this list, cancel this wizard and verify that the
device iz physically attached, and that all installation steps specified by the device and operating
system vendor have been performed.

Properties |

Device | State | Serialized | Limitations -~
@CRSTLINKFirestnﬂrChangerdm Uncorfigured Mo Yes, see propert_l

restrmrDrive 401 Configured ) Ee|:|r|:|
- e T u u | X

Host and device path corfiguration information for selected device:

Host |_NDMP Host | Path [ Pot [ Bus | Target |LUN |
nbmaster 35 ] 1 o

< Back Neat = Cancel Help




16. Unconfigured Device does have a valid serial number.

X X

oot | SC51 | Addiore omton | ‘Robot | 5C51 AdoralFfomain |

Robat number: 0 The text below will describe any problems detected with this device's configuration.
Robt fype: L0

Deticehos: o IUnable to detemine robaot type. ﬂ
Number of drives: 5 The robot device doas not support serialization.

Senal number: LOCHGR3ADS1ADESRISEI1150AZ000C2

Path: {020

NOMP Host:

Remote hosts:

i f
O | Cod | b ok | omed | he

17. Make sure to check Robot so as to include the drives. The stand alone drives are separated by
default.

Device Configuration Wizard

Drag and Drop Configuration i

Verify the drive configuration is correct. Q
—

If you need to make any changes, simply drag a drive to its proper location. Drives in robotic libraries
should appear under their robotic library. Drives not in libraries should appear under “Standalone
Drives”. Make sure drives are ordered according to how they appear in the library.

Devices can be enabled and disabled by clicking the adjacent checkbox.

ERMIF=}Robot 0 <nbmaster> [CRSTLINKFirestrnrChanger401]
[V Drive 1 Drive01 <nbmaster> [CRSTLINKFirestrmrDrive 401]
[V Drive 2 Drive02 <nbmaster> [CRSTLINKFirestmrDrive 401]
[¥] & Drive 3 Drive03 <nbmaster> [CRSTLINKFirestmrDrive 401]
[V] &P Drive 4 Drive04 <nbmaster> [CRSTLINKFirestmrDrive 401]
[v] & Drive 5 Drive05 <nbmaster> [CRSTLINKFirestmrDrive 401] |

I»

=& Et-an.;alone Drives [or drives remove::l from robot]
[VI @ Starwind_drive01 <nbmaster> [StarWindVirtual Tape v4.2]
[Vl & Starwind_drive02 <nbmaster> [StarWindVitual Tape v4.2]

1<l



18. Commit the changes.

Drag and Drop Configuration
Verify the drive configuration is correct.

Device Configuration Wizard

After this point, the device configuration changes will be
committed. The ariginal configuration cannot be restored once
these change have been made,

Do you want to continue?




Device Configuration Wizard

x|
Updating Device Configuration :
Please wrait while MetBackup updates the device configuration. ﬁ

|Update complete.

- ration | Host | stat... |
Committing device configuration changes. Done.
Restarting the MetB: nbmaster Done.

kup Device Mana...

Kl [+

To continue, click Meaxt.

< Back Mext = Close Help

19. The configured devices must be added to a storage unit and click next.

i
Configure Storage Units 5
You can make the devices available to NetBackup by configuring storage ‘
units. N

A storage unit is a logical grouping of one or more storage devices attached to a server.
In order for NetBackup to write to the devices attached to the NetBackup server, a
storage unit must be corfigured for these devices.

Check devices that you want configured as NetBackup storage units on Master Server
"nbmaster"

Properties

nbmasterdit

Note:

nbmaster-dlt-robot-tld-0-- Firestreamer Tape Library

nbmaster-dlt-->Starwind Tape Library
< Back Mexd > Close Help




20. Click on finish to complete the config.

Device Configuration Wizard x|

% Finished!
e

You have successfully completed the MetBackup Device
Corfiguration Wizard.

You may view or change cument configuration settings within
Device Management or Storage Unit Management.

To exdt the wizard, click Finigh.

< Back

Close Help

21. Navigate to Activity monitor or Topology( under Devices) to view the design.

File Edit View Actons Help

B-lma@sxex|[ybdalve BB E|laaImIadssedoddd

ibmaster nbmaster : Topology
3 nbmaster (Master Server)
R [
3 NetBackup Management St
@ % Reports — | | |
#-{08 Polices ==
+-{=3] Storage l I
Catalog nbmaster LD (0)
Host Properties
5155 Media and Device Manacement
—l
Starwind_drive01
—

Starwind_drive02

- Devices
i i Drives
@ Robots

aﬂ Media Servers

% Server Group

(B SAN Clients




Tape Configuration:

1. Look out for the Fire streamer icon in the desktop.

kd

Firestreamer

2. When the system launched, it shows up with empty media.
Note: Firestreamer comes with a default of 5 Tape Drives and 200 Storage Slots.

=TS
File Action View Help
= 7|
{4 Firestreamer Media Allows you to load media into Firestreamer tape libraries.
g
Current State i .
EI? Activity s Tape dives: 5
N |m - 5/N: LOCHGR3ADS1ADEBEISEIT190A2000C2 j Storage slots: 200
Initial media layout:
Element Element Medium Medium Maximum H
type number type name size
4 3
FTR— '
3. Click on Action—>Edit.
File | Action View Help
@ z  Edit...
[r— Load From File...
I Fi Unload Al Allows you to
E
E Hep
~ Wl
- I#'I - 5/N: LOICHGR3IAL




4. The initial media layout appears as shown below:

?_- (Initial media layout) - Media Layout Editor

File

Edit Media

Media layout for Library 1:

" 4 |E|Df':l | L | |'{IF'

o m

Element
type

Element
number

Medium

Medium
name

Mazdmum
size, MB

Read-only

Bar
code

Load Media

Cancel

5. Navigate to Media—>Create and Add File Media

3.- (Initial media layout) - Media Layout Editor

File  Edit

Media layout faor

1« o

Media

Create and Add File Media. ..
Add Existing File Media...

Eleme

type

Add Drive Media...

Substitute Drive Letters

Medium
name

Mzzimum
size, MB

Read-anly

Bar




6.

Create a number of tapes required and save in the directory as shown below:

% (Initial media layout) - Media Layout Editor

File  Edit Media

Media layout for Library 1:

type

" 4 ||Z|Df|:||f M | 5
Elemert

e
number

Medium
name

Madmum
size, MB

e
type

Create File Media for Library 1

Mumber of file media to create:

Create in:

10 :

IC:\Firestreamer_tapes

Bar code prefic

[Z1BHQF7JSHW |..........

ok |

7. This creates 10 tapes(media) and with the default barcode as shown below:

S, (Initial media layout)* - Media Layout Editor

File  Edit

Media

Media layout for Library 1:

4 4 |1 of10 [ b M | X
= == |-
type type Medium name
3 File medium C:\Firestreamer_tapes'Z1BHQFFISHW _10000000001
Storage slot Create File Media for Library 1
Storage slot -
MNumber of file media to create: I‘m 3,
Storage slot
SRS Create File Media for Library 1 x|
Storage slot
@ The following file media have been created in
Storage slot w [C:'\Firestreamer_tapes]:
Storage slot
Z1BHQF7I5HW 1000000000 1. fsrm
Storage slot Z1BHQF7I5HW 10000000002, fsrm
Z1BHQF7I5HW 10000000003, fsrm
Storage slot
(Total: 10)




8. This appears in the media layout.

& (Initial media layout)* - Media Layout Editor =1Ol x| ]
Fie Edit Media i
Media layout for Librany 1: [
1 oftn | b bl |4k X '
Element Element Medium Medium name Ma:-dmurr
type number type size, MB
» File medium C\Firestreamer_tapes'Z 1BHQF7J5HW _10000000001 farm
Storage slot File medium C\Firestreamer_tapes'Z1BHQFZJESHW_10000000002 fsm
Storage slot File medium C\Firestreamer_tapes'Z1BHQF7J5HW _10000000003 fsm
Storage slot File medium C:\Firestreamer_tapes'Z1BHQF7J5HW _10000000004 ferm
Storage slot File medium C\Firestreamer_tapes‘\Z1BHQF7JSHW 10000000005 f2m
Storage slot File medium C\Firestreamer_tapes'\Z1BHGQF7JSHW_ 10000000006 fsm
Storage slot File medium C:\Firestreamer_tapes'Z1BHQF7J5HW _10000000007 ferm
Storage slot File medium CFirestreamer_tapes'\Z1BHQF7J5HW _10000000008 farm
Storage slot File medium C\Firestreamer_tapes'Z1BHQFZJSHW _ 10000000009 fsm
Storage slot File medium C:\Firestreamer_tapes'\Z1BHQF7J5HW _1000000000A fsm
«| | »
losdMeda | Concel |

9. When load media is selected, a DPM pop up appears to unlock and lock the library door before
running an inventory. This is similar to the MAP (Media access port) door or Library door ,
taking a Iscalar Library into account.

Note: Firestreamer has been designed exclusively for Microsoft System Center Data protection
protection Manager, however the test results are successful with Netbackup.

. (Initial media layout)* - Media Layout Edito = 3]

File Edt Media

Media layout for Library 1:
1 of10 [ b Bl 4R X

Element Element Medium Med Maximur]
type number type um name size, MB
» File medium “\Firestreamer_tapes\Z1BHQF7J5HW_10000000001 fsrm

C
Storage slot File medium C:\Firestreamer_tapes'\Z1BHQF7J5HW_10000000002 fsrm
Storage slot File medium C:\Firestreamer_tapes\Z1BHQF7J5HW_10000000003 fsm
Storage slot File medium C:\Firestreamer_tapes\Z1BHQF7J5HW_ 10000000004 fsm
C:\Firestreamer tapes'\71BHQF7J5HW_10000000005 fsm

Storag e E2lfHw 10000000006 fsm

Storage slot File medium

Sorag HW_ 10000000007 fsm
= \] This will load media into Library 1, continue? V10000000008 s
%" Microsoft DPM: In DPM Administrator Conscle, unlack the library "
Storag doar before proceeding, and then lack the liarary door when HiY_10000000003 s
Storag finished. HW_1000000000A fsm
= |
< | »

Load Media I Cancel




10. The next step is to unload the media as Barcodes needs to be changed. If a Barcode is used, it
would be easier to netback up to identify the media assigned and update it accordingly on the
Netbackup DB.

j Firestreamer
Bl e
E-‘ Eu;r Load From File...
- 5
= " Unload Al "HGR3ADS"

Media Allow

Help pout:

|,. { |lo of 0

11. The media has been unloaded.

*% Firestreamer

File Action View Help
e 7|

li@ Firestreamer

E! Media
) Current State Library: S
B Activity TrEiiha
Storage slots: 200
Initial media layout:
Element Element Medium Madium nams Maxdmum
type number type size
) Firestreamer_tapes ;L[
= =
gk)v ‘ .~ Computer - Local Disk (C:) ~ Firestreamer_tapes - m I Search Firestreamer_tapes
Organize * Indudeinlibrary +  Sharewith +  New folder = - E]
- Favorites Mame Date modified | Type | Size |
W
Bl Desktop || Z1BHQF715HW_1000000000A. fsrm 10/21/2013 1:16 AM FSRM File 0KB
&4 Downloads || Z1BHQF715HW_10000000001. fsrm 10/21/2013 1:16 AM FSRM File 0KB
11l Recent Places || Z1BHQF 715HW_10000000002. fsrm 10/21/2013 1:16 AM  FSRM File 0 KB
|| Z1BHQF715HW_10000000003. fsrm 10/21/2013 1:16 AM FSRM File 0KB
Libraries
o || 21BHQF715HW_10000000004. fsrm 10/21/2013 1:16 AM FSRM File 0KB
@ Documents
J’ M || Z1BHQF715HW_10000000005. fsrm 10/21/2013 1:16 AM FSRM File 0KB
usic
| Fictures || 21BHQF715HW_10000000006. fsrm 10/21/2013 1:16 AM FSRM File 0KB
E Videos || Z1BHQF715HW_10000000007. fsrm 10/21/2013 1:16 AM FSRM File 0KB
|| 21BHQF715HW_10000000008. fsrm 10/21/2013 1:16 AM FSRM File 0KB
"‘;. Computer || Z1BHQF715HW_10000000009. fsrm 10/21/2013 1:16 AM FSRM File 0KB

€l Network



After Barcode Change:

r = Local Disk (C:) - Firestreamer_tapes - ﬂ] I Search Firestreamer_tapes

ary *  Sharewith +  MNew folder

Mame * Date modified | Type | Size
|| ZIBHQF7I5HW_1010000000A, fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I5HW 10110000001, fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I5HW _10200000008, fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I15HW _1030000000C. fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF715HW _10400000000. fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I15HW _1050000000E. fsrm 10/21/2013 1:16 AM FSRM File
|| Z1IBHQF715HW _1060000000F . fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I5HW_1070000000G, fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I5HW _1080000000H. fsrm 10/21/2013 1:16 AM FSRM File
|| ZIBHQF7I5HW_1090000000L, fsrm 10/21/2013 1:16 AM FSRM File

Note:

“When the new barcode is change and media is injected.
the last letter in the media prefix. along with the first 4
digits will be added to the media pool.

eg:

In this case . it would be W_1010, W_1011...

You can also change the barcode according to your
requirement. Based on this you can design your
infrastructure.d

12. Perform Step 5-8 to load the newly changed Barcode.

& (Initial media layout) - Media Layout Editor =1ol;

File  Edit | Media

Medi layout fo Create and Add File Media...
E Add Existing File Media. ..

Eleme Add Drive Media. .. Medium Madmum
type name size, MB
Substitute Drive Letters

Bar

Read-onty s |




File

Media lay

|}

4

Look in: I |, Firestreamer_tapes

Hes o

o

Recent Places

|4

Desktop

i!.l;

Name =~ | -| Date modified | +| Type |-
|| Z1BHQFTISHW _10 100000004, fsrm 10212013 1:16... FSRAM File
| |Z1BHQFT7ISHW _10 110000007, fsrm 10/21/2013 1:16... FSRMFile
Il Z1BHQF7I5HW _ 10200000008, fsrm 10212013 1:16... FSRM File
L ZlBHQF?JSHW_lUSUUUUUUUC.fS!m 10[21]2013 1:16... FSREM File
L Z1BHQF715HW _ 10400000000, fsrm 10212013 1:16... FSRAM File
| |Z1BHQFT7ISHW _10 50000000, fsrm 10/21/2013 1:16... FSRMFile
Il Z1BHQF7I5HW _1060000000F , fsrm 10212013 1:16... FSRM File
L ZlBHQF?JSHW_lU?UUUUUUUG.fS!m 10[21]2013 1:16... FSREM File
L Z1BHQF715HW _1080000000H. fsrm 10212013 1:16... FSRAM File
L Z1BHQF7I5HW 10900000001, fsrm 10/21/2013 1:16... FSRMFile

=101 ]

Computer

N

[ =
IFlIe media
[T Open as read-only

!

Load Media

5

o load media into Firestreamer tape libraries.

i}

3.- (Initial media layout)* - Media Layout Editor

Library
#1-5/N:
Initial medi

H 4

=

1ol x|
File Edit Media
Media layout for Library 1
4 4 |1 of10 [ b M |4 X -
Element Elemert Medium Madmum P11
type: ‘ number type Medium riame size, MB| [~
3 File medium C:\Firestreamer_tapes'Z 1BHQF7I5HW_1010000000A fsm
Storage slot File medium C:\Firestreamer_tapes'Z 1BHQF7J5HW_1011000000J fsm
Storage slot File medium C:\Firestreamer_tapes‘\Z1BHQF7J5HW_10200000008 fsm
Storage slot File medium C:\Firestreamer_tapes'\.Z1BHQF7J5HW_1030000000C fsm
Storage slot File medium C:\Firestreamer_tapes'Z 1BHQF7J5HW_10400000000 fsrm
Storage slot File medium C:\Firestreamer_tapes'Z1BHQF7I5HW_1050000000E fsm
Storage slot File medium C:\Firestreamer_tapes‘\Z1BHQF7J5HW_1060000000F fsm
Storage slot File medium C:\Firestreamer_tapes\Z1BHQF7JSHW_1070000000G fsrm
Storage slot File medium C:\Firestreamer_tapes'Z 1BHQF7J5HW_1080000000H fsrm
Storage slot File medium C:\Firestreamer_tapes\Z1BHQF7J5HW_1090000000! fsm
4 | 3
Load Media Cancel

m




13. Go back to netbackup and create a scratch pool to load the free media. In this case, | have injected
all the 10 media and have 5 of them moved to scratch pool.

2} Media and Device Management
@ Device Monitor

=

= &5 volume Poals
] None

MetBadwp

.| DataStore

' 5 CatalogBackup

% Volume Groups
B4 Robots

Media Manager host: I nbmaster

Pool name:
I Scratch

Description:
I Nethackup Free hool

Maximum number of partially full media: I 1] _,;‘

[V scratch Pool

Volume Groups
-2y Robots

= Catalog Backup

]

Cancel | Help |

14. Note the volume pools are identified by numbers: 0:None; 1: Netbackup etc..

'u'_glume Fool | Mumber | Max Partially Filed Media | Description | Scratch | Catalog Backup |
& CatalogBackup 3 0 MetBackup Catal... Mo Yes
DataStore 2 0 the DataStore pool Mo Mo
MetBadkup 1 0 the NetBackup poal Mo Ma
Mone 0 0 the Mone pool Mo Mo
EiScratch 4 0 Metbackup Free ... Yes Mo
15. Perform an inventory.
= 1
=) 1 Mew Window from Here
i New Volumes. ..
& nbmaster - Robot Inventory =]

T T

—Select robot
Dewice Host:

InbmastEr LI
Robot:
ITLD {0} - nbmaster ;I

Inventory operation
1~ Show contents
i Compare contents with volume configuration

i+ Update volume configuration

Advanced Options... I

¥ Preview changes
I+ Empty media access port prior to update

Start I Stop

—Results




16. The updated media configuration is as shown:

Results

Propozed Change(s>» to Update the Uolume Configuration

Logically add new media W _ 1818 <harcode Z1BHQF/JS5HW_1818» to robho
Logically add new media W_1811 <(bharcode Z1iBHGQF?JSHW _16811> to robo
Logically add new media W_ 1828 <(harcode Z1BHQF/JS5HW_16828» to robo
Logically add new media W_1838 (harcode Z1BHGQF?JSHUW_16838> to robo
Logically add new media W_1848 <(harcode Z1BHQF/J5HW_10848» to robho
Logically add new media W_1858 (harcode Z1BHGQF?JSHUW_16858> to robo
Logically add new media W 1868 <(harcode Z1BHQF/J5HW_10868» to robo
Logically add new media W_1878 (harcode Z1BHGQF?JSHU_1878> to robo
Logically add new media W_ 1888 <(bharcode Z1BHQF/J5HW_16888» to robo
Logically add new media W_1898 (bharcode Z1BHGQF?JSHU_1898> to robo
Update volume configuration?

-
1| | 3
IIpdate volume configuration? Yes Mo | Clear Results |

Zlose | Help |
L

0 Volume(s)

Media ID I Barcode I Media Type I Robot Type I Robot Num... I Robaot Cont... I Slotl Volume Group I Volume Pool
Efw_1010 Z1BHQF7I5HW_1010 DOLT TLD 0 nbmaster 1 000_00000_TLD NetBackup
Elw 1011 Z1BHQF7ISHW 1011 DLT LD 0 nbmaster 2 000 00000 TLD  NetBackup
Elw_1020  Z1BHQFFISHW_1020 DLT o 0 nbmaster 3 000_D0000_TLD  MetBackup
Elw 1030  Z1BHQF7ISHW _1030 oLT LD 0 nbmaster 4 000_00000 TLD  NetBackup
Elw_10490  Z1BHQFFISHW_1040 DLT o 0 nbmaster 5 000_D000O_TLD  MetBackup
Elw 1050  Z1BHQF7ISHW 1050 oLT LD 0 nbmaster 6 000_00000 TLD  NetBackup
BElw_1060  Z1BHQFFISHW_1060 oLT o 0 nbmaster 7 000_00000_TLD  NetBackup
Elw_1070 Z1BHQF7I5HW_1070 DOLT TLD 0 nbmaster 3 000_00000_TLD NetBackup
Elw 1080  Z1BHQF7ISHW _1080 oLT LD 0 nbmaster 9 000_00000 TLD  NetBackup
Elw_1090 Z1BHQF7I5HW_1090 DOLT TLD 0 nbmaster 10 Q00_00000_TLD NetBackup

17. Move 5 Medias to scratch.

W_1050 Z1BHQF715HW _1050
_ 1080 Z1BHOFTISHW
_1070

41 Change... Enter
4-1- Maove
2 Delete Del

& Chanae Volume Grouo. ..



hange Volumes

X

¥ Do not change

{* Do not change

Media ID | Media ... | Descri. . | Ma M... | Volum... | Volum. .. | Cleani. .. |
Elw 1050 OLT Added ... 0 NetBac. .. -
HW_lDED DLT Added ... W] MetBac... -
EW_ID?D DLT Added ... W] MetBac... -
EW_]DBD DLT Added ... [¥] MetBac... -
E'L“J'_IDEID DLT Added ... W] MetBac... -
—Maximum mounts —Expiration date

¥ Do not change

™ Unlimited " Mever
" Number [0 =] " pate |10/21/2014 || 1:45:35 AM—
—Media description

™ Mew description I

—Volume poal

{” Do not change

&+ New pool I

umber of dleanings remaining NetBackup

DataStore

¥ Donobchange € few counk CatalogBackup
Scratch
QK I Cancel Help

0 Yolume(s)
Media ID | Barcode | Media Type | Robot Type | Robot Mum... | Robot Cont... | Slotl Volume Group | Volume Pool
Elw_1010  Z1BHQF7I5HW_1010 DLT D 0 nbmaster 1 000_00000_TLD  NetBackup
Elw_1011  Z1BHQF7I5HW_1011 DLT D 0 nbmaster 2 000_00000_TLD  NetBackup
BElw_1020  Z1BHQF7ISHW_1020 DLT o 0 nbmaster 3 000_00000_TLD  NetBackup
BEllw_1030  ZiBHQF7ISHW_1030 OLT D 0 nbmaster 4 000_00000_TLD  NetBackup
BEllw_1040  ZiBHQFFISHW_1040 DLT D 0 nbmaster 5 000_00000_TLD  NetBackup
BEllw_1050  ZiBHQFFISHW_1050 DLT D 0 nbmaster & 000_00000_TLD  Scratch
BEllw_i060  ZiBHQFFISHW_1060 DLT D 0 nbmaster 7 000_00000_TLD  Scratch
BElw_1070  Zi1BHQFFISHW_1070 DLT D 0 nbmaster & 000_00D000_TLD  Scratch
Elw_1080  Z1BHQF7ISHW_1080 DLT D 0 nbmaster 9 000_00000_TLD  Scratch
BElw_10%0  Z1BHQF7I5HW 1090 DLT D 0 nbmaster 10 000_0D0000_TLD  Scratch




BARCODE RULES:

18. Under Robot inventory, go to advanced options.

; nbmaster - Robot Inventory

bmaster 7]

19. Make sure that Barcode rules are selected.

Advanced Robot Inventory Options

DEFAULT |

DEFAULT |




20. Perform the steps as shown below:

New Barcode Rule x|

Barcode tag: Max mounts: ITI
I w_101D I 0 ﬁ Cancel |
Media type:

IDLT cartridge tape j H;Ipl
Volume pool:

INetBackup j

Description:

New Barcode Rule

x|

Barcode tag: Max mounts: ok I
W_1070 0 =
I - I =1 Cancel |
Media type:
Help |
IDLT cartridge tape j
Volume poal:
=
Description:

Advanced Hobot Inventory Options

Media Settings  Barcods Rules | Media |0 Generation | Media Type Mappings I

A barcode rule specifies crtera for creating column database entries for new robotic media added with the Update
Yolume Corfiguration feature. I the barcode tag and the media type match, then the database entry for the new
volume is created with the properties specified by the barcode nule.

Barcode nules stored on Media Manager host nbmaster:

Barcode Tag | Media Type | Yolume Pool | Max Mounts/Cle... | Description
Elvw_1010 dit Met Backup 0 —
Elw_1011 dit 1 0o -
Elw_1020 dit 1 0o -
Elw 1030 dit 1 0o —
Ew 1040 dit 1 0 —
Elw_1050 dit 4 0 —
Elvw 1060 dit 4 0 —
Elvw_1070 dit 4 0o -
B _1080 dit 4 0o -
Evw_1030 dit 4 0o -
Mew. .. I Change... | Delete |
ok | Hep |




21. Under Media ID generation, choose the barcode length based on your design and provide the
media generation rule corresponding to the Robot.

L) d = W] KIW T Y .il
Advanced Robot Inventory Options x|

Media Settingsl Barcode Rules  Media |0 Generation I Media Type Mappings

Media |D generation rules allow you to ovemide the default media |0 naming method. The default method
generates a media |D using the last six characters of the barcode.

Media |0 generation rules on Media Manager host nbmaster:

Fobol Number £ I—

A rule consists of a maximum of six fields delimited by colons.
Mumbers in the fields of the rule define the pasitions of the
characters in the barcode that are to be extracted.

For example, 2 extracts the second character from the barcode
(numbering fram the left).

Characters prefived by # in a field result in that character being
inserted in that position in the generated media ID. For example,
#2395

Robot number:  Barcode length: Media ID generation rule:

0 :Il IE :Il | L2345

QK I Cancel | Help |

Mew... Change... | [Ielete |

ok | hep |

Media ID Generation Rule:

If netbackup wishes to read the first 6
digits of the barcode, one can set it up as
1:2:3:4:5:6.

Say if the barcode length is 10 and one
wishes to read 6 digits from 4th, then the
rule can be changed to 4:5:6:7:3:9



ROVanCed

RODOT Inventory Uphions

Media Settings | Barcode Rules  Media ID Generation I Media Type Mappings |

Media |0 generation nules allow you to ovemide the default media |0 naming method. The default method
generates a media 1D using the last six characters of the barcode.
Media |0 generation nules on Media Manager host nbmaster:
Robot Number | Barcode Length | Media ID Generation Rule

0 6 1:2:3:.4:56

=] 8 1:2:3458
Mew... Change... | Delete |
ok | hHep |

Policy Configuration

Let’s configure a Catalog policy now.

Go to the top of the console and click on the master server and choose configure the Catalog
Backup Policy on the right pane.

-} Activity Monitor ’
-l NetBackup Management
- E] Reports

-4 Policies
{1 Storage

Catalog
[+]- &8 Host Properties
@ Media and Device Management

23 Device Monitor
-l Media

B
[+ Devices
B-4% Credentials

- Access Management
--' Bare Metal Restore Management

4] 2ymaniec NelDatrup'™

Getting Started
Get step-by-step help setting up NetBackup.

5
LA

Iﬁ " Configure the Catalog Backup
e Spedfy how and when NetBackup configuration and catalog information is to be backed uy

Configure Storage Devices
Define robots and drives.

Configure Volumes
Inventory robots and define volumes for use in standalone drives.

Py Create a Backup Policy
W

Define schedules for backing up data on a single dient or a set of dients.



2. This launches the Catalog Backup Wizard. Click next.

MetBackup Catalog Backup Wizard

[?;J welcome to the NetBackup

Catalog Backup Wizard.

Thig wizard helps you configure the catalog backup.

MHetBackup relies on information stored in the MetBackup
catalog to restore data. The catalog must be backed up
reqularly in caze the catalog becomes damaged or lost,

To begin. click Next. For azzistance, click Help.

¢ Back Cancel Help

3. Place a check to create a new catalog policy as shown below:

etBackup Catalog Backup Wizard |
MetBackup Catalog Backup Policy [+
Create a policy to perform a catalog backup. :‘jJ
p

Exizting catalog backup policies:

Palicy M amme |

@ Exizting policiez can be modified from Policy b anagement.

v Create a new catalog backup policy

< Back I Mest » I Cancel Help




4. Give it a name. Please note the default policy greyed out would be NBU-Catalog.

Backup Policy Configuration Wizard x|
Policy Name and Type e
Specify the policy name and policy type. X-\
Palicy narme:

Inbmaster_catall:ug

The palicy type determines the types of clients that can be backed up by thiz policy or the
twpe of backups that this policy will perform on thoze clients.

Select the palicy type.
[NBU-Catalog =l

I1ze the "Standard' policy tupe for Windows 95/98, Macintosh, target-bazed
Metware, and LIMIE clients. Use the "MSAwWindows" policy type far clients
uzing any other Windows operating spstem.

¢ Back I Hest > I Cancel Help

Note:

After installing netbackup, the default volume pools created are as shown below:

I Media
Elqa Yolurne Pools
] None
|| NetBackup
| DataStore
CataloaBackup

So for the catalog policy, the volume pool would be Catalog Backup and policy type set to NBU-
Catalog.

Double clicking the catalog policy would show up this.

[Change Policy - Catalog
Adtributes |@ Schedulesl &3 Disaster Flecoveryl

Palicy type:
Destination
Data classification: [ <No data classfication> |
Policy storage: I Any Available ﬂ

Palicy volume pool: ICata\ogBackup 2|



5.

6.

Choose the type of backup, which one needs to set as per requirement and click next.

Backup Policy Conliguration Wizard |
Backup Type 1%
Specify the types of backups. Xj@

.............

v F

Backs up all the filez zpecified in the file list.

¥ Incremental Backup
Backs up all changed files specified in the file st

% Differential [files changed since lazt full or incremental backup)

" Cumulative [files changed since last full backup)

™| Wzer Backup

Al users b nitiate backups on thein ow,

¢ Back I Hest > I Cancel Help

This would go to the Rotation page, where one can setup the retention for full and
incremental backups to run.

Backup Policy Configuration YWizard x|

Rotation T
Select a rotation for backup and retention. X.\
Start a full backup evenr: Fietain full backups far:

|1 ﬂWeeks j 2 weeks (level 1] j

Start an incremental backup
* By frequency. Eveny:

3 weeks level 2)
1 month [level 3)

- - 2 monthz [level 4]
I-I :I Daps J 3 manthz [level 5]
" After each backup session. 5 moriths (level 6]

3 months [level 7)
1 vear [level 8)

LI -
To configure a calendar bazed catal '.;.n.f.'ﬂ'.t;".' EE.VE.,I.?.LW.,, ety this policy
from Palicy M anagement.

¢ Back I Mest » I Cancel Help




ackup Folicy Lonhguration YiZzard

Rotation
Select a rotation for backup and retention.

£y

1\"\-

&
'ké,

Start a full backup every:

Retain full backups for:

|'| ::IWeeks j

Start an incremental backup
% By frequency. Even:

|'| ::IDEI_','S j

" After each backup zession.

[ 1 month flevel 3)

=~

Retain incremental backups for:

from Palicy Management.

3

To configure a calendar based catalog backup schedule, modify thiz policy

< Back I Ment » I

Cancel

Help

7. Schedule a Change window (Backup window), where your scheduled jobs can run.

Hackup Policy Configuration Wizard

Start Window
Specify the time window during which backups are allowed to start.

|

1.

&

iy

i8]
-y
{m )]
o

29

Sun
I+on
Tue |
Wed
Thu |

Fri
Sat

N Scheduled window
O haurs
" Working hours
Al day
& Custam

Uzer window
€ [ hours

€& orking hours
 Alday

€ Custom

Cuztom Settings
Day
All -

Duration

=

=

< Back I Mest > I

Catcel |

Help |




8. Setup a Catalog DR file and choose your directory, where you wish to save them.

Backup Policy Configuration Wizard |
Catalog Disaster Recovery File .
Specify a file location to save the disaster recovery information N
Fath:
IE:'\.drecwer_l,l Browse |
Logar: Paszward:
Iadmin Ixxxxxxxxx)1
The dizaszter recovery file generated for each catalog backup containg informatian
needed to recover the MetBackup catalog,
Record the location of this file so that the MetBackup catalog can be recovered if
NECEZSAN).
< Back I MHest » I Cancel Help
9. Configure your email so that DR file can be send during service disruption.
X

E-mail Disaster Recovery Information 21y
Specify an e-mail address to receive disaster recovery information. \tj‘*

Do you wish to have the disaster recovery file sent to an e-mail address?
' Yes (recommended)
" No

E-mail address:
| anupsreedharan R

° The e-mail will contain catalog backup status information, disaster recovery
1 ) procedures, and an attached disaster recovery file.

< Back Next > Cancel Help




10. This completes the Catalog policy Completion.

Backup Policy Configuration Wizard

A MetBackup policy haz been configured to back up files on
the specified chent machines according to the schedules
dezcribed on the previous screens.

After zaving thiz palicy, changes can be made by going to
the policy tree node in the MetBackup Administration
Conzole.

To zave thiz MetBackup policy, click Finizh.

Cancel Help

11. Now, let’s create a test policy as show below:

SEm| Symantec NetBackup™

r (Ma

: Activity Maonitor

E% MetBackup Management

EI Media and Device Management
H@ Access Management

EI' Bare Metal Restore Management

Getting Started
Get step-by-step help setting up MetBackup.

Configure Storage Devices
Define robots and drives.

Configure Volumes
Inventory robots and define volumes for use in standalone drives.

Configure the Catalog Backup
=, Specify how and when NetBackup configuration and catalog information is to be backed up.

,Q"'o\ Create a Backup Policy
xyo Define schedules for backing up data on a single dient or a set of dients.
\




12. This launches the Backup Policy Wizard.

Backup Policy Configuration Wizard il

i Welcome to the Backup Policy
W Configuration Wizard.

Thiz wizard guides you through the process of creating a
palicy for backing up similar clients.

A MetBackup policy defines the follawing infarmation:

* which clients to back up

* Wwhat data to back up

* Where the data is stored

* When the data iz to be backed up

The default settings in the wizard can be customized uzing the
Palicies portion of the NetB ackup Administration Console.

To begin, click Mext. For azzistance, click Help.

¢ Back Cancel Help

13. Provide the policy name and choose the policy type as MS-Windows ( as the test machine is
Windows)

Backup Policy Configuration Wizard il
Policy Name and Type 7.
Specify the policy name and paolicy type. Xjﬁ
Puolicy name:
Itestbackup

The policy type determines the types of clients that can be backed up by thiz policy or the
twpe of backups that thiz palicy will perfarm an thoze clients.

Select the palicy type.
[ M5 wfindows =

Metwfare, and UME clisnts. Use the "MS-Windows" policy type for clients

@ Uze the "Standard" policy type for Windows 95498, Macintozh, target-based
uzing any ather Windows operating spstem.

< Back I Mext > I Cancel Help




14. Locate the number from the network or add it manually .

For easier managemert, fill the cliert list with clients that have similar configurations and

perform the same type of work.
MName | Hardware | Operating System il I
* =

¥ Detect operating system when adding or changing a client.

Choose a computer,

B @ Metwork
Microsoft Network Neighborhood
E@ Local Network Meighborhood

{This is successful only on Windows platforms.) T P ————

< Back MNext = Cancel

Ok I Cancel

[+ Auto-Select the current domain

15. Placing a check on the operating system detect box, detects the OS automatically.

Backup Policy Configuration Wizard

Client List

Specify clients for this policy.

[x

MetBackup wil back up these clients according to the file list, schedules, and attributes for
the policy. MetBackup clierts can be in more than one policy.

For easier management, fill the client list with clients that have similar corfigurations and
perform the same type of worlk.

MName | Hardware | COperating System | | Add I

nbmaster.anup.int Windows-cbd Windows2008 Charge |

e
F
[relete |
Fraperties |

¥ Detect operating system when adding or changing a client.
(This is successful only on Windows platforms )

< Back Mext = Cancel Help




16. Choose a directory to be added for backups. The rest of the steps from here, is same as that
of the steps included in Catalog policy creation section (5,6,7 only)

Backup Policy Configuration Wizard 5[

Files 1%
Specify the files and folders to backup. \Sj@

The file list identifies the filez and folders to be backed up by zcheduled backups far all
clients in thiz policy. Al files and folders do not hawe to exist on all the clients.

Thiz file list iz ignored by uzer directed backups because in thoze instances the wuzer selects
the files bo back up.

[ Back up all local drives.

Backup Selections | | Add l

% C:\testbackup Inzert |
Wlllllll Change |

Delete |

< Back Hest » Cancel Help |

Backup Policy Configuration YWizard il
Backup Type I
Specify the types of backups. '\,\jﬂ)

B acks up all the files =pecified in the file list.

v Ihcremental Backup
Backs up all changed files specified in the file list.
= Differential [filez changed since last full ar incremental backup)]

i Curnulative [files changed zince last full backup)

I User Backup

Allowes uzers to initiate backups on their own,

< Back I Mes=t = I Cancel I Help I




17. Here another policy is created for Media server.

ekting Startec

Step 4. Policy Configuration
Start the Policy Configuration wizard,




Backup Policy Configuration Wizard ﬂ

Policy Name and Type 1y
Specify the palicy name and policy type. X\
Policy name:

Itestbackup_nbmedia
The palicy type determines the types of clients that can be backed up by this palicy or the

ppe of backups that this palicy will perform on thoze clients.

Select the policy type.
[ MSwindows =l

Metwfare, and LM clients. Uze the "MS-windows" palicy type for clients

@ Ilze the "Standard" policy bype for Windows 95/93, M acintosh, target-bazed
wzing any other ‘\Windows operating zystemn.

< Back I Mext > I Cancel | Help |

] Backup Policy Configuration Wizard El
Client List £
Specify clients for this policy. '\7\.\

MetB ackup will back up theze clients according to the file list, schedules, and attributes for
the palicy. MetBackup clientz can be in mare than ane palicy.

For eazier management, fill the client list with chents that hawve similar configurations and
perfarm the zame wpe of wark.

M arme | Hardware | Dperating System | | Add I
nbmedia Windawes-xE6 whindos2003 Change
e =

3R i
| [Lelete

I

Eroperties

v Detect gperating system when adding or changing a client.
[Thiz iz zuccezzful only on 'Windows platforms.

< Back Hewt > Cancel Help




Backup Policy Configuration Wizard

Files

Specify the files and folders to backup.

{J"’r

&

F)

&

x|

The file list identifies the files and folders to be backed up by scheduled backups for all
clientz in thiz policy. Al filez and folders do not have to exist on all the clients.

Thiz file izt iz ignored by uzer directed backups becauze in thoze instances the uzer zelects

the files to back up.
[T Back up all local diives.

Backup Selections

| | add |

) C:hrestbackupl

A ——

Ingert |
Change |
Delete |

¢ Back MHest » Cancel Help
->Master and media server connectivity status along with created policies
B . U U —
Media Servers of nbmaster
“aster Server) Host | Operating System | 05 Type | HostType | version Status
Manitor gbmasher Windows2008 (&) Windows Master Server 7.0 Connected
<wp Management @nbmedia Windows2008 (&) Windows Media Server 7.0 Connected

iorts
cies
rage
alog
it Properties

Master Servers

ers
Clients

ind Device Management
fice Monitor

dia

Also make sure that under devices, the server status shows “Available for Tape and disk”

ibmaster Master Serwver)

Activity Monitor

rMetEackup Management

= [E=1 reports

-l Policies

== storage

Storage Units

e Storage Unit Groups
= Storage Lifecyce Policies
Cataloa

= Host Properties

2 mMedia and Dewvice Management
: Dewice Monitor

Media Servers

Host MName

| stats

| mMetBackup versior

Eim nbmaster

B nbmedia

Active for Tape and Disk
Aactive for Tape and Disk

.0
.0



1 made

your

JoB
SD vs SU vs SUG Easy!!
Storage Devices S_Image Uni_t Stmge Unit Group
(Physical) { Logical Grouping of {Grouping of two or
Storage devices) more Storage Units

. 1. Managed by any media server and
.Tape Library ( Robot + Tapi controlled by same Robot.
Drives)

f units as a single entity.
|

2. Decide the order in which
| the storage units are used

within the group.

2. Stand alone Tape Drives
3. Optical Disks |

2. Should be of the same type and

density of Storage Devices.
4. HDD/SCSL/SAS with F/S

3. Have the same write properties.

Storage units

The below storage is created from Step-19(Robot and Drive Configuration)

all Storage Units: 2

MName | Storage Unit Type | Density | Max Concurrent Drives | Robot Type | Robot Number | On Demand
HEnbmaster-dit Media Manager dit 2 Yes
E|nbmaster-dit-robot-Hd-0 Media Manager dit 5 TLD 0 ‘Yes
= i
Storage unit name: Storage Lt name:
|romess=rat [romast=ratcoborsa0
Starage unit type: Storage unit type:
| =syre— ~] ¥ ©ndemand oy | ey r—— =] [ Oncemandoniy
I = I IZ]
froperies ~ Propertes
Storage device: Storage device:
Ism -dt :j lﬂd(o) TS 3
Rabot type: NONE - Not Robotic Robot type: TLD - Tape Library DLT
Densty: ot -OLT Carwidge: Density: dit - DLT Cartridge
Raobot number: Robot number: o
Meda server: Media server:
Mz conasTent write drives: | Reduce Fagment size toc Dot ConcEInent Sl this ™ Reduce &
|2 3_ l 1048576 Meghstss 3 = 035575
™ Enable Multplexing I Enable Multiplexing
Mancmum sTeams Der drives Maximumn streams per drive:




On Demand only:
a. Checking this. makes the storage unit available only a

particular policy to which it is assigned.

b. Unchecking this, makes the storage unit available to
any policy during backups.

Any Available Storage On Demand Storage
. e N
ange Policy - backupte :wal@ I?!G“s]a s|
Attributes |@ Schedules | Clients | [} Backup Selections | ¢
Policy type: IMS-Wndows
Policy type: [Ms-Windows =l S
Destination
Data classfication: I:No data classfication > j ez : | <o ceta cassfcaton> 3
Palicy storage: I Any Available j Policy storage: IE nbmaster-dt tobotid-0 j
Policy volume poal: Policy volume pool: |Ne{Bachp ﬂ

- If a new storage device is mounted on the system, it can be added manually on netbackup by navigating
to storage units and right click on the right-hand pane and click on new.

& summary of all Policies

&3 Catalog Yk New... Ins
@ backuptests wid | Change. .. Enter
@ testhackup 2 Delete Del

@ testhackup1_media

& Copy Storage Unit...
&3 testbackup_media EFiCopy Staran

=4l Manual Relocation

Storage
Storage Units View 5
! Storage Unit Groups

Col 3
{8l Storage Lifecyde Policies s alumns
Catalog .e, Sort...
Host Properties Eind 3
dia and Device Management )
Device Monitor 7" Filter... Ctrl+T
Media ¥ Clear Filter Cirl+J
Devices ]
[E= T - Settings 3

=> Provide a storage unit name, type of storage unit, Storage device (Eg: Robot+Tape Drive), Media
server and click on ok. Here as this is a test environment, the default values can be considered.



Mew Storage Unik =
Storage unit name:

Storage unit type:
[redia Manager ~] I ©ndemandonly
Diisk

BasicDisk -

[ Properties
Storage dewice:

Joamy - ax =

Robot type: TLD - Tape Library DLT
Density: dit - DLT Cartridas
Robot number: o

Media server:

[ =any available = |
Maximum concurrent write drives: [ Reduce fragment size to:
[s —= [1o03ss7s rMegabytes

I Enable Multiplexing
Maximum streams per drive:

: =

oK [ Cancel | Help |

STORAGE UNIT GROUP

—>To add a storage unit group, navigate as shown and do right click on the right hand pane.

m TESTDACKLp

@. testbackup1_media He Mew... Ins
@. testbackup_media il | Change... Enter
3 Storage P Delets Del

{1 Storage Units

| & Storage Unit Groups

g} Storage Lifecyce Policies

E Catalog o R
Host Properties

----- B Master Servers

(&Y Copy Storage Unit...
Q Manusl Relocation

Columns 3

- Media Servers 23, Sort...

. Bm Clients El .
ledia and Device Management

3 Device Monitor N Filter... Ctrl+T
& Media ' ClearFilter  Ciri+J

Settings 3




=>» Provide a Name, add a storage unit from the available list in second row, change the priority
according to the requirement, followed by the algorithm.

In this case, Round Robin is selected.

[® New Storage Unit Group x|

Storage unit group name:

[ suG1
Change priority:
Storage units in group: Moz Up || | oz Do
(B nbmaster-ditrobot-tid-0
[ nbmaster-dit
- Add y Remayve

Storage units not in group:

[Enbmedia-ditrobot-tid-1

Storage unit selection

{~ Prioritized {Choose the first storage unit in the list that is not
busy, down, or out of media.)

{~ Failover (Choose the first storage unit in the list that is not
down or out of media.)

o Round Robin (Choase the least recently selected storage unit in
the list.)

~ Media server load balancng

Cancel | Help

.

p

2

—>0nce the groups are created and desired units are added, the final view appears as shown below:

All Storage Unit Groups: 3

| storage Units

Mame | Mumber of Storage Units
@ suG1 2
&hslG2 2

Ehsucs 2

nbmaster-dit-robot-td-0, nbmaster-dit
nbmedia-dlt-robot-tid-1, nbmaster-dit
nbmaster-dlt-robot-td-0, nbmedia-dit-robot-td-1



Startup and Shutdown Scripts:

Once the entire environment is configured, it is always advisable to run a shutdown and startup scripts so
that any stopped/hung policy required for netbackup comes up and things are good from an environment
standpoint.

C:“Program Files‘Veritas'\NetBackup'bin=bpdown -v -f
NetBackup 7.0 -- shutdown utility

shutting down services

> MetBackup Bare Metal Restore BootL Server

> NetBackup Bare Metal Restore Boot Server -- STOPPED
> NetBackup Bare Metal Restore Master Server

> NetBackup Bare Metal Restore Master Server -- STOPPED
> NetBackup Service Monitor

> NetBackup Service Monitor -- STOPPED

> NetBackup Agent Request Server

> NetBackup Agent Request Server -- STOPPED

> NetBackup Storage Lifecycle Manager

> NetBackup Storage Lifecycle Manager -- STOPPED

> NetBackup Key Management Service

> NetBackup Key Management Service -- STOPFED

> NetBackup wault Manager

> NetBackup vault Manager -- STOPPED

C:%Program Files‘Veritas'NetBackup‘\bin=bpup /v /T
NetBackup 7.0 -- startup utility

Starting services

NetBackup Client Service

MetBackup Client Service -- STARTED

NetBackup SAN Client Fibre Transport Service
MetBackup SAN Client Fibre Transport Service -- STARTED
NetBackup Event Manager

NetBackup Event Manager -- STARTED

NetBackup Relational Database Manager

MNetBackup Relational Database Manager -- STARTED
NetBackup Enterprise Media Manager

NetBackup Enterprise Media Manager -- STARTED

YWY Y Y YYYNYY

Drive Status: Online

—->The drive status of the currently configured ones can viewed by navigating to Device Monitor.

ledia and Device Management
X Device Monitor
Bl Media

4 Driven2 DIT TD No nbmaster
¥ Drive03 OLT  TD Mo nbmaster
{7 DriveD4 LT  TD No nbmaster
& Drivens LT TD No nbmaster
{5 DriveDs DLT  TD No nbmedia
% Drived7? LT  TLD Mo nbmedia
4 Drivens LT  TD No nbmedia
£ DriveDs DLT  TD No nbmedia
¥ Drive10 ODLT  TD Mo nbmedia
i Starwind_drive01 DLT AVR AD00DOD Yes Yes 0 Yes Mo nbmaster

ﬁ_ Starwind_drive02 LT AVR ADDDD1 Yes Yes 0 Yes Mo nbmaster



—>Here the drives 1-5 and 6-10 are not shared and run on individually on Master and Media server, hence
if running from a command line, the drive status needs to be checked from both ends.

=

C:\Program Files\Ueritas\Uolmgr\hin>hostname
nhmaster

C:\Program Files\Ueritas\Uolmngr\bin>tpconfig —d
Id DriveName Type Residence
SCSI coordinates/Path Status
DI D 0 T D 0 D - D 0 0 D 0 D D D e D - D - e
a DriveB1 dlt TLDCB> DRIVE=1
{35.08.,1.8> upP
1 DriveB2 dlt TLD<B> DRIVE=2
{35.0,1.,.1> up
2 DriveB3 dlt TLDC®> DRIVE=3
{35.08.1.,2> upP
3 DriveB4 dlt TLD<(B> DRIVE=4
{35.,08,1.3> upP
4 DriveB5 dlt TLD<CB> DRIVE=S
{35.08,1,.4> up
5 Starwind_driveBdl dlt Standalone
{34.0,06.8> up
6 Starwvind_driveB2 dlt Standalone
{34,0.,1.8>

Currently defined robotics are:
TLDCB> SCSI coordinates = €(35,0.2.0>

EMM Server = nbmaster

C:\Program Files\Ueritas\Uolngr\bhin>

21 Administrator: Command Prompt

C:\Program Files\Ueritas\Uolmgr\bin>hostname
bmedia

C:N\Program Files\Ueritas\Uolmngr\bin>tpconfig -d
Id DriveName Type Residence
SCSI coordinates/Path Status
R R e R 5 M R
DriveBb6 dlt TLD<1> DRIVE
£35.8.1.68> up
Drive@d? dlt TLD<1> DRIVE
£35.0.1.1> up
Drive@8 dlt TLD<1> DRIVE
£35.0.1.2> up
DriveBd?9 dlt TLD<C1> DRIVE
£35.8.1.3> up
DrivelB dlt TLD<1> DRIVE
£35.8.1.4> up

urrently defined robotics are:
TLD<C1D> SCSI coordinates = (35.0.2.68>

EMM Server nhnaster

>:N\Program Files\Ueritas\VUolmgr\bin>

Note:
Please make sure the correct EMM server/ Master Server should show up in the result.

EMM-= Enterprise Media Manager



Firing backups:

1. Right click on the active policy and initiate a manual backup. Choose full, select client and click
on ok.

The backup pop shows up advising one to navigate to activity monitor to view the running jobs.

N w I Man|
% testha B Copy Ctrl+C
Cirl -+

|

Start backup of policy: testbackup

Storage & Ch Ente
Catalog fange... r

Host Prope ¥ Delete Del
ia and Dey ﬁ

_ ¢ New Policy... | —_—  [Differentia-nc
Jevice Moi 7 d

Vedia & New Schedule... |~

Jevices Mew Client... NetBackup Administration Console x|
& Drives [edf New Backup Selection...
I Robot: ¢ Copy to New Policy... .

Schedules: Clients:

L )
tegtpptogtigptin t
N BN B KX KX K
LN B BN B B3 Ei
LN B BN B B3 Ei

B The manual backup for the policy has been started.

5 Media L [ | I h )
Server fy Activate H o Use the Activity Monitor to view progress.

% = L and one or more dients to start the backup.
Topolo 4@ Deactivate | i ; ; i

@ SANCI %! Manual Backup... X all clients, press OK without selecting any dients,

Credential:

:55 Manag afa Eind...
‘Metal Res yiayy > F.anup.Int THNdOWs %5

oK Cancel Help

2. Nbmaster (Topology) shows as writing backups with the jobs shows in the bottom section.

nbmaster : Topology il
L J_1

LD (0)

B | ]

nbmedia

Starwind_drive01

[

Starwind_drive02

nbmaster: 14 Jobs (0 Queued 2 Active 0 Waiting for Retry 0 Suspended 0 Incomplete 12 Done)

Job D | Type |30b ... | sta... | Status | Policy | schedule | client | Media server | Start Time
3’ 13 Backup Active testbadwp Full nbmaster.... nbmaster 10421201
3’ 17 Backup Active testhackup - nbmaster.... nbmaster 10/21/201

Note:

Always a parent job initiates first and a subsequent child job, which then connects, fetches the data from
source, reads and then writes it on to a tape.

—>Hyphen under Schedule indicates parent job, while the other is the child job.



3. a. Successful jobs show up as Done with blue symbol and Status=0.
b. Partially completed jobs show up as Done with yellow symbol and Status=1.

JobID | Type | 30b ... | sta... | status | Policy | schedule | client | Media server | start Tme | Storage Unit
'X 8 Backup Daone 0 testbackup - nbmaster.... nbmaster 10/21/201... nbmaster-dit-robot-tid-0
'X 5 Backup Done 0 testbackup  Ful nbmaster.... nbmaster 10/21/201... nbmaster-dit-robot-tid-0
* 4 Backup Done 0 testbackup - nbmaster.... nbmaster 10/21/201... nbmaster-dit-robot-tid-0
X 9 Backup Done 0 testbackup  Ful nbmaster.... nbmaster 10/21/201... nbmaster-dit-robot-td-0
T v e i iy st e e e i ey s
Job 1D | Type [3ob... [sta... | Status | Palicy | schedule | client | Media server | start Time
* 16 Backup Done 0 testbackupl_media Full nbmedia nbmaster 10/21/201...
15 Backup Done 0 testbackupl_media - nbmedia nbmaster 10/21/201...
14 Image Cleanup Done i 10/21/201.
* 13 Backup Done 0 testbackup_media Full nbmedia nbmedia 10217201,
* 12 Backup Done 0 testbackup_media - nbmedia nbmedia 1021201,
* 11 Backup Done 0 backuptests Full nbmaster.... nbmaster 1021201,
* 10 Backup Done 0 backuptests - nbmaster.... nbmaster 10217201,
* 9 Backup Done 0 testbackup Full nbmaster nbmaster 1021201,
8 Backup Done 0 testbackup - nbmaster.... nbmaster 1021201,
7 Image Cleanup Done 1 10/21/201.
* 5 Backup Done 0 testbackup Full nmbmaster.... nbmaster 10/21/201.
* 4 Backup Done 0 testbackup - nbmaster.... nbmaster 10/21/201...
4. a. Active jobs show up as green symbol of a running man.
b 0 e | e sen e
E_:j’ 18 Backup Active
i",;' 17 Backup Active
b. Queued job shows as green symbol with multiple people standing in a queue
( 23 Backup Done 0 testba
it 22 Backup Queued Limit has been reached for requested resour... testba
(3 21 Backup Active testba
[ 20 Backuo Active testba



Restore Setup:

1. To restore the backed up data, navigate to “Backup, Archive and Restore” as shown below:

Symantec NetBackup » fﬁ NetBackup Agents

() Symantec OpsCenter » [} Backup, Archive, and Restore

@ Internet Explorer % Bare Metal Restore - Boot Server Assistant
“2) Outlook Express % Bare Metal Restore - Master Server Setup
.. Remote Assistance F@) NetBackup Administration Console

¥5) 1 oo e B NetBackup Client Job Tracker

One can also run nbwin from the run prompt to launch the same console.

T S =

= Type the name of a program, felder, document, or Internet

il resource, and Windows will epen it for you.

Open: [ -

[ QK ] ’ Cancel ] [ Browse...

2. The Console looks as shown below:

.5 Backup, Archive, and Restore - NetBackup

File View Actions Help

= View Status | L

[Pl select for Backup | E3,Select for Restore + | §

3. Specify the netbackup machine and type: Here the source and destionation of restore is nbmedia,
hence the corresponding server needs to be added.

.5 Backup, Archive, and Restore - NetBackup

File WView Actions Help
[ Select Files and Folders to Backup...
Select Files and Folders to Restore. ..

MNetBackup Client Properties...
Spedfy NetBackup Machines and Policy Type...
{55 Login as New User...

Exit




4. Edit the client list and add the media server.

Specify NetBackup Machines and Policy Type ﬂ

Server to use for backups and restores:

Inl:umaster j Edit Server List |
Source dient for restores (or virtual dient for badwups):

Inl:umaster j Edit Client List |
Destination dient for restores:

-

Policy type for restores:

|Ms-Windows =

0K I Cancel | Help |

[N Edit Client List x|

Enter names to add to list (separated by commas):

I nbmedia

| Add Name(s) I

Client list:

I Mame I

5. Choose the source and destination drop down as nbmedia and select “Restore from Normal
Backup to view the history of the data.

B3 select for Restore F | 2 View Status | %

v Festore from Mormal Backup. ..
Restore from Archived Badkwup...
Restore from Raw Partition Backup. ..
Restore from True Image Backup. ..
Restore from Backup Exec Backup...
Restore from Point in Time Rollback. ..

Restore from Mormal Backup as a Proxy...
Restore from Archived Backup as a Proxy...
Restore from Raw Partition Backup as a Proxy...
Restore from True Image Backup as a Proxy...
Restore Ffrom Paoint in Time Rollback a5 a Praws. ..

Restare From Yirkual Machine Backup



File Edit View Actions

Window Help

ISEIedForBadaJp | 3 select for Restore v| EZyView Status | %} @

MetBackup History
Time Backed Up | Time Expires | Files | Size | Compressed | Schedule Type | Policy Mame | Keyword Phrase
@ 10/21/2013 11:06:34 AM 11212013 3 3 N Full Backup testbackup_media
| €@ 10/21/2013 11:05:59 AM  11/21/2013 3 9 M Full Backup testbackup_media
& 10/21/2013 11:05:17 AM  11/21/2013 3 E] N Full Backup testbackup_media
& 10/21/2013 3;34:45 AM 1242272013 14 4455 M Full Backup testbackupl media
& 10/21/2013 3:29:48 AM 11212013 3 9 M Full Backup testhackup_media
All Folders Contents of 'C:\backups1'
H E|D nbmedia Name | Time Backed Up | Al S..I Time Modified |
B-0d=c [ = Mew Text Document {2).txt  10/21/2013 11:06:34 AM  — 36  10/21/2013 3:27:41 AM
: 0= backups1 [ = Mew Text Document. txt 10/21/2013 11:06:34 AM  — 36 10/21/2013 3:27:46 AM
[ backups2
All Folders Contents of 'C:\backups '
E||:| nbmedia Mame | Time Backed Up | a...| size | Time Modified |
E""DQ c [ &|cygwinidl  10/21/2013 3:34:45 AM  — 1872884  11/17/2012 4:20:43 PM
‘03 backups1 OEdig.exe 10/21/2013 3:34:45 AM  — 73728 11/17/2012 4:20:43 FM
-l SR OEhost.exe 10/21/2013 3:34:45 AM  —— 61440 11/17/2012 4:20:43 PM
[ &llbbinds.dl  10/21/2013 3:34:45 AM  — 21504 11/17/2012 4:20:43 PM
O = libdns.dll 10/21/2013 3:34:45 AM  —- 1007616 11/17/2012 4:20:43 PM
[ &llbeay32.dl  10/21/2013 3:34:45 AM  — 737280 11/17/2012 4:20:43 PM
[ 2|libisc.dl 10/21/2013 3:34:45 AM  — 217088 11/17/2012 4:20:43 PM
[ %|lbisccfg.dl  10/21/2013 3:39:45 AM  — 53248 11/17/2012 4:20:43 PM
O & liblwres.dl  10/21/2013 3:34:45AM — 35328 11/17/2012 4:20:43 PM
[ &|msvor7odl  10/21/2013 3:34:45 AM  — 344064 11/17/2012 4:20:43 PM
Duresnlv.cnnf 10212013 3:34:45 AM  — 0 11/17/2012 4:20:43 PM
OFEshaisum.exe 10/21/2013 3:34:45AM  —— 19968 11/17/2012 4:20:43 PM
O whais.exe 10/21/2013 3:34:45 AM  — 30092 11/17/2012 4:20:43 PM

6. Make sure that the files required for restore are selected:

Il Folders Contents of 'C:\backups1'
1-[#] B nbmedia Name |
SRV =R = Mew Text Document (2}, txt

£ backups1

(=|Mew Text Document., txt




7. Two way for restoration:

. File Edit WView | Actons Window Help

1P Select for Backup () search Backups... s |
@ NetBackup Histo @ Preview Media
— | Time Backed up FE4 Bestore... I 5
g ;Eﬁi}rii; Select Restore Type »
i | €@ 10/21/2013 administer Databaze Templates... »
ﬁ 10;’21;’2(]1.3 I LT Pt TI oI o0 I C.

& 10/21/2013 3:39:45 AM  12/22/2013 14 4
& |G i0/21/2013 3:29:43 AM 11/21/2013 3
b |all Folders Contents of '
2 | =71 2 nbmedia Mame

SRF = = MewT

- Dl B rewt

8. Enter the destination path where you need to restore. Here , it is a folder on the same server->
C:\Data_restore

Restore Marked Files x|

General |
—Restore Destination Choices
" Restore evenything to its original location

* Restore eventhing to a different location {maintaining existing structure)
Destination:

IC “Data_restore Browse...

= Restore individual folders and files to different locations {double-click to modify)

Source Destination I Time Backed Up
C:\backups1h 10/21/2013 11:06:34 AM - 10/21/2013 11:06:34 AM
4] | |

" Create and restore to a new virtual hard disk file

[estination o wirtual hard disk file:

I Froperties

—Restore Options
™ Restore without access-control attributes (Windows clients only)
" Overwrite existing files

" Restore the file using a temporary filename
@ Do not restore the file

[~ Ovenmide default job pricrity
Jiob pricrity
[Higher number iz areater priority]

Start Restore I Cancel Help




9. The restore initiated message pops up, along with asking if one would like to view the progress of
it.

X

MetBackup Message

i ! The restore was successfully initiated.

= g you want to view the progress of the restore?

5 View Status (Administrator -10]>

Time Regquested

Cperation Type
Restore

Operation Status | I Close |

Delete |
Help
- Selected Operation:
Refresh Rate (seconds): [5 ~ Refresh
fod
[™ Verbose Frint...
Progress:
11:17:41 (26.001) INF - ¥ Media id J_1000 is not in a robotic library administrative irﬂemd;l

10. The initiated restore is complete and same appears in the restore job as Done.

= 100] =]
Operation Type Time Reguested Operation Status | | I Clase I
Restare ] 7 H
Delete I
Help
— Selected Operationi:
Refresh Rate {seconds): |5 | Fefresh
e | =
M werbose Primt. ..

Progress:

741 (26 .001) INF - F Media id J_ 1000 is not in a nobotic librany administrative interact -

18:01 (26.001) INF - Waiting for mount of media id J_ 1000 on server nbmedia for read

18:11 (26.001) INF - Waiting for positioning of media id J_1000 on server nbmedia for

18:13 (26.001) INF - Beginning restore from server nbmedia to client nbmedia.

1817 (26.001) (26.001) INF - TAR EXITING WITH STATLS =0

:18:18 {(26.001) (26.001) INF - TAR RESTORED 2 OF 2 FILES SUCCESSFULLY

:18:18 (26.001) (26.001) INF - TAR KEPT 0 EXISTING FILES

18:18 (26.001) (26.001) INF - TAR PARTIALLY RESTORED O FILES

:18:18 (26200} IMF - Status = the requested operation was successfully completed. - I
»

< |

Y
G T (S QU ('}




nbmaster: 22 Jobs (0 Queued 0 Active 0 Waiting for Retry 0 Suspended 0 Incomplete 22 Done) 15elected [

Job ID | Type | Job... | S..l 5‘.| Policy I Sche... | Client | Media Server | Start Time I Storage Unit | End Time | .ﬁtte_mptl Operation | )Glub!besl Files | =
26 Restore Done 0 nbmedia nbmedia 10/21/201... 10/21/201... 1 5 3

11. Navigate to the destination location and check for the restored file.

C:“Users“Administrator*hostname
nbmedia

C:xUzerssAdministrator>

|(; ;J\_/‘| ~ Computer ~ Local Disk (C:) -~ Data_restore - lmjl Search Data_restore l
gnize *  Indudeinlibrary +  Share with =  New folder 3= v E] i:ﬂ:
 Favorites Mame ~ Date modified | Type | Size |
B Desktop [ New Text Document (2) 10/20/2013 Z:57PM  Text Document 1 KB

4 Downloads || New Text Document 10/20/2013 2:57PM  Text Document 1KEB
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