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My Assets (Homepage) — Overview

Protection Status Counts “Traffic Lights” —
click to filter assets — each asset has a
status of Attention, Unprotected, or
Protected

Current Consumed
Backup Space —click
to view details

Consumption Trend — 6
month new / average /

end total — click to vi
usage by asset

ew

@ Dashboard

CJ My Assets

I Usage
March 2020
February 2020
January 2020
December 2019
November 2019

October 2019

@ Veritas NetBackup™ Self Service

My Assets

v

v

Using 9.26 TB of 25 TB

v % All Assets

v & vCloud Director
> Bl Demo
83 Dev vCloud
> il voct
> [l voc2
> [ voe3
> il FakevCloud
~O Cloud
£ Al Virtual Machines
& AllVolumes
v a Aws
3 Virtual Machines

& Volumes

> G Google

Center
Search

Status  Name

©@ oewsie
Devunixt
DevUnix2
Devwint
Deviwin2

DevDSL1

DevDSL2

DevDSL3

Protection

(Updated 13 n5rs.995)

Sortby:  Needs Attention v
Protection Type Last Backup
VMWare - Query Based 13hours age

VMWare - Query Based amenth age
VMWare - Query Based
VMWare - Query Based amonth age

VMWare - Query Based

VMWare - Query Based adavage
VMWare - Query Based 13hours ago
VMWare - Query Based adavage

> 8 Azure
3 vCenter
3 Other

@ Deleted

A

Dashboard — Overview

Asset list — click on the name to view “Asset Detail” and access
backup / restore actions. Assets can be protected by one or

more protection levels.

Totals for number of assets,
number of backups and total
size of backups in the system

Assets which are protected,
unprotected, and protected but backup
has failed

Assets with the largest
total backup image size

\ A

a e ®
‘Statistics € protection Status @ Top Assets by Consumed Capacity 9
y e .
pad waswar wien
e
waseves nsq
— —— iree
73 e o [ |orerosis s
GB
‘Consumed Capacity Unprotected 3 DevPerOSLAT 677 MB|
p— prerwn
Consumed Capacity By Protection Level ] Asset Count By Protection Level
P S P 2 P R

These charts show chosen attribute grouped by protection level. To filter you can click on the labels at the
bottom of the chart.
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Usage - Overview

4 7 B
Current’ cc (consumed capacity) = Average consumed Monthly
<Previous cc>+<New cc>-<Expired cc> capacity for the Charge
month <optional>
@ Veritas NetBackup™ Self Service ol e = D
= Asset Usage for December 2020
@ Dashboard
By Asset v v Cl tes Export U
CJ My Assets
Name Previous New Expired Current Average Charge
Lu Usage
usD
December 0
Acct 000  3200GB 000  32006GB || 24.00GB 16.00
November 2020 Auditt 000  138.42MB 000 13842mB || 96.89 MB 0.06
October 2020 Audit2 000  138.42MB 000 13842mB || 96.89 MB 0.06
BG1003 4.00 KB 2.00 KB 0.00 2.00KB 2.80KB 0.00
September 2
BG1004 4.00 KB 2.00KB 0.00 2.00KB 2.80KB 0.00
BG1004
August 20 BG2003 4.00 KB 2.00 KB 0.00 2.00 KB 2.80 KB 0.00
CCCSRVO1 406.49MB  135.50 MB 000 s541.98MB ||| 447.14 MB 0.19
July 2020
CCCSRV02 }106.39 MB 135.46 MB 0.00 541.85 MB 447.02 MB 0.19
CCCSRV03 541.57 MB 135.39 MB 135.39 MB 541.57 MB 487.42 MB 0.19
CCCSRV04 0.00 135.39 MB 0.00 135.39 MB 40.62 MB 0.19
CCCSRV05 4106.18 MB 135.39 MB 0.00 541.57 MB 446.80 MB 0.19
CCCSRV06 406.18 MB 135.39 MB 0.00 541.57 MB 446.80 MB 0.19
DevPerfDSL40 541.57 MB 135.39 MB 135.39 MB 541.57 MB 582.199 MB 0.33
Totals 39.40 GB 40.49 GB 7.02GB 72.87GB 64.42GB 34.36

Choose month to analyse
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My Assets

Finding Assets
Search

Start typing in the search box to immediately search the asset the asset list.

v All Assets
% All Assets
v O vCloud Director

> i Accounting

' Audi
>E8 Auctt Dept Status  Name
v O Cloud
 All Virtual Machines BG1003
& All Volumes BG1004
v 3 AWS BG2003

£ \fiebinl Blaaki

Filter

Click on the filter icon to select a Protection Status and / or Type filter.

v &% All Assets
> & vCloud Director

» O Cloud Search ﬂ Y x

All Assets

CJ vCenter
o Protection Type: VM:saxa-se
Other
Status  Name Status
[ Deleted

© ccosrvos Attention

© usrvs Protection Type

VMware

Protection Status

Click on the Protection Status coloured tiles (“traffic lights”) to immediately filter the assets.

Attention

v a5 All Assets
~ O vCloud Director
v [ Production Search Q Y x

> iiif Accounting
Status: Unprotected X

All Assets

> @i Audit Dept
o P Status Name
v O Cloud
MYASSETPC name2
C3 All Virtual Machines
& All Volumes ORIVLHYPVIS004 - Hypervisor

See more on Protection Status here.
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Sorting

The Sort By drop list controls the sort order of the current Asset List.

v ofls All Assets. All Assets
> O vCloud Director
> O Cloud Search a v x ﬁ sm
Q3 vCenter
Q Other Status  Name Protection Protection Type Last Backup
Deleted O swvoe ] VMware 3days ago
QO EEsmon Windows
© oewetnsia Windows
©  ccosavos VMware 4 months ago
O Acct Cloud 3days ago
Asset Type

The tree list to the left of the page displays all assets grouped by type and / or discovery method by
Self Service. Selecting a node in the tree immediately filters the Asset List.

vl Al Asmets Production
v & vCloud Director
_ a Y x Sortby: | Activity
Brayeo:
Status  Name Protection Protectior Last Back
D All Virtual Machines e w
& AllVolumes O o vCloud 3days ago
> a AWS O sae vCloud 3days ago
Q) vCenter 0 Saget vCloud 3 days ago
©J Other a
Sage2 | Cloud 3days ago
@ Deleted \ o
O  Awe vCloud 3days ago
L VA vCloud 3days ago
QO A VCloud

Consumed Capacity Charts
New Backups - Shows the total size of new backup images in each monthly period (Front End)

Sep Oct Nov Dec
© New Backups (TB)

Total Consumed Capacity — Shows the total size of all backup images at the end of each monthly
period (Front End)

Jul Aug Sep Oct Nov Dec

@ Total Consumed Capacity (TB)

Average Consumed Capacity - Shows the total size of all backup images, averaged over a monthly
period (Front End)

Aug Sep Oct Nov Dec

© Average Consumed Capacity (TB)
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Asset Detail Page

Clicking on an asset name in the list selects it and loads the Asset Detail page. More details of the
asset are visible here including access to all possible actions.

Attention
v o All Assets All Asset
> O vCloud Director
> O Cloud Search
Q) vCenter
Q Other
® Deleted (]
(1] Ju Aug Sep Oct Nov Dec
(] © New Backups (M8) >
0
©Q wsrwe 4
©  MYASSETPC name2 Bronze: Monthly Backup, 2 week retention
©  ORWLHYPVISOD 0 ORI-VCloud-bronze-Fiag after 672 hours without & backup.
O &
ﬁ Autt
O A

Asset Dashboard Tiles (Virtual Machine tab)
The tiles visible on the first tab show:

Consumed Capacity

The current total consumed capacity of all the backups associated with the asset. This is “front end”

or original size of backup. For example, if a 100MB VM has 2 full unexpired backups this number
would be 200MB.

Protection Status

As with the homepage dashboard this show Attention (red), Unprotected (amber) or Protected with
backups present with allotted SLA (green). Read more about Protection Status.

Last Backup Date/Time
The most recently detected backup for the asset.

Consumed Capacity Charts

Three bar charts covering the last six months for the asset. These use the same attributes as the
tenant level Consumed Capacity Charts detailed above but for a single machine.
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Viewing Backups (Backup tab)
View backup list

Click on the ‘Backups’ tab to view a list of backups. All backups will be shown including those
managed outside of NSS.

My Assets

Attention protected ? Protected 2 60

5 46 o .

> & vCloud Director
> & Cloud T [} Backup Server Date Backup Expiry Date PolicyType  Policy Coples ~ Size sontby: [N
I vCenter Al~ Al Al~
) Other
8 Deleted O Central 12/3/2020 8:00PM  Ful 2/3/20218:00PM  Cloud (45) PROTECTION... 1 200KB a- Last Ba)
Acct
‘7 Central 11/12/20208:00 PM  Full 1/13/2021 8:00 PM Cloud (45) PROTECTION... 1 2.00KB ° v 4days4
O A 4days
Central 10/12/2020 8:00PM  Ful 12/13/2020 700 P Cloud (45) PROTECTION... 1 200KB o -
O Aude 4days
©U  sciom 5days g
ﬁ BG1004 50ays 4

Expire backup images

To expire a backup, click on the cog on the right and select ‘Expire Backup’

Virtual Machine Backups User Access Details Activity
Backup Server Date Backup Expiry Date Policy Type Policy Copies  Size
All~ Al ~ All~

Central 12/3/2020 800PM  Full 2/3/20218:00PM  Cloud (45) PROTECTION, mpperen> -

Central 11/12/2020 8:00 PM  Full 1/13/2021 8:00 PM Cloud (45) PROTECTION... 1 2, Expire Backup I

Central 10/12/2020 8:00 PM  Full 12/13/2020 7:00 PM  Cloud (45) PROTECTION... 1 2.00 KB - 3
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Backup and Restore Actions
To run backup and restore actions, click the ‘Actions’ Button and select the relevant operation.

My Assets
Attention
5 70%
— __ = ¥ Heine 74 & AR ~f 100 AR
o +
- Vitual Machine  Backups  UserAccess  Detals  Activity
v 5 All Assets
All Assets
> & vCloud Director
CCCSRV01
> & Cioud Search Sor
3 vGenter Protection Status Last Backup Restore VM
Status Name
QJ Other Backup health is good 21 days ago Restore Disks
@ Deleted L Restore File
O BG1003 Restore File to Alternate VM
U eclom
‘Add Protection:
O  se20
. Gold
Protection Level
U ccosroi Silver
©  ccosave Bronze: Monthly Backup - 3 Month Retention Bronze
Virtual Machine
O CCCSRV03 ) ORI-40-Bronze:Flag after 672 hours without a backup.
Backup Now:
O CCCSRV05 BackupNow
@) cccshvos

Add Protection

Select from available Protection Levels (in this example called Gold, Silver and Bronze) to apply to
the machine. Hover with mouse over each Protection Level to reveal more details on each option.

Add Protection:

sj| Daily Backup - 3 Month Retention

— | e

Each Protection Level has NetBackup policy attributes for backup frequency, backup time, retention
level etc. After checking the details, click ‘Protect’ to add the machine to a policy in NetBackup.

The machine will be added to a policy in NetBackup with the naming convention
<Tenant Name>-<Protection Type Code>-<Protection Level>

If this policy already exists in NetBackup, the machine will be added to it. If the policy does not exist
it will be created in NetBackup.

Add protection

Computer selected

Name

CCCSRVO01

Protection level

Name Description

Gold Daily Backup - 3 Month Retention

(2) Your reference

[
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Remove Protection

Select Remove Protection from the Asset detail page.

Protection Level

Bronze: Monthly Backup - 3 Month Retention

Virtual Machine ﬁ
ORI-40-Bronze:Flag after 672 hours without a backup.

After checking the details, click ‘Unprotect’ to remove the machine from the associated Protection
Level.

If this is the only machine in the policy the now empty policy is automatically deleted

Remove protection
Computer selected

Name

CCCSRVO1

Protection to remove

Name Description

Bronze Monthly Backup - 3 Month Retention

Give a reason if needed

—p

Ad Hoc Backup (Backup Now)

Select from available Backup Now options (in this example called Premier and Economy) to apply to
the machine. Hover with mouse over each Protection Level to reveal more details on each option.

Backup Now:

Premier Storage

Economy Storage «_

Offsite backup

After checking the details and selecting a retention period, click ‘Protect’ to make an immediate
backup image in NetBackup.

NSS manages creating and running the temporary backup policy in NetBackup. After completing the
backup, the temporary backup policy is deleted.

Backup now
Computer selected

Name
CCCSRVO1
Protection selected
Name Description

Premier Storage Onsite backup

Backup retention
(Select) a*

Your reference
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Agent Based File Restore

‘Restore File’ from restore options will automatically be available when a NetBackup agent has been

deployed to a target machine.

After checking the details and selecting a backup and the associated files/folders to restore, click

Restore VM

Restore Disks

I Restore File I

‘Restore File’ to instruct NetBackup to restore the chosen files/folders.

Restore a file or folder
Restoring from this computer

Name

LLLSRV02

Select backup
12/3/2020 1:01:43 AM v |H

7) File selection type

Browse for file or folder

Restore to original location?
Confirm overwrite if exists

Your reference

O Browse ~ Search
. QE*

OYes No

*

——

Agentless File Restore

‘Restore File’ and ‘Restore File to Alternate VM’ from restore options will automatically be available

when a NetBackup Master Server supports VMware agentless file restore.

—
—

Restore VM

Restore Disks

Restore File

Restore File to Alternate VM

Target machine name and associated credentials are required. After checking the details and
selecting a backup and the associated files/folders to restore, click ‘Restore File’ to instruct

NetBackup to restore the chosen files/folders.

Restore a file or folder
Restoring from this computer

Name

CCCSRV02

Computer Usemame

Computer Password

Select backup

(Select) v|®

File selection type
OBrowse  Search

Browse for fle or folder
ag*

Restore to original location?

OYes ~No

Confirm overwrite if exists

Your reference

—_— ]

Restore a file or folder to an alternate VM
Source
Rostoring from this source computr

Namo

ceesrvo2

Select backup
Filo selection type
OBowse  Search

Browsa for fil orfolder
as*

Target

Restoring to this target computer
ag*

Target Computer Usemame

Target Computer Password

Restor fles to original path?
Oves No

Confi
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Restore VM / Disks

Select from available Restore options. ‘Restore VM’ actions a whole machine restore. ‘Restore Disks’
can be used an alternative to ‘Restore VM, this In-Place Disk Restore action lets you restore all disks

without altering attributes such as the MoRefld.

_>.
——

Restore VM

Restore Disks

Restore File

Restore File to Alternate VM

After checking the details and selecting a computer to restore, click ‘Restore VM’
to instruct NetBackup to restore the chosen machine/disks.

or ‘Restore Disks’

Select a backup to restore
Computer to restore

Name
LLLSRV02
Select backup
12/3/2020 1:01:43 AM v o

Power on after restore
Remove network interfaces

Format of restored virtual disks
© Original Provisioning

‘Thick Provisioning Eager Zeroed

Thin Provisioning

Confirm overwrite if exists

Your reference

Select a backup to restore
Computer to restore

Name

CCCSRV02

Select backup
11/18/2020 1:15:22 AM v &

Power On after restore

Format of restored virtual disks
© Original Provisioning
Thick Provisioning Eager Zeroed
Thin Provisioning

Confirm overwrite if exists
*

Your reference

P 1

Restore SQL (and Oracle)

Where a Microsoft SQL Server (or Oracle Database) backup is available the relevant option to restore
will be available (in this case below for Microsoft SQL Server).

Actions ¥

|Restore SQL Database |

After checking the details and selecting a database to restore, click ‘Restore SQL Database’ to send a
request to the specified Database Administrator with instructions to carry out the restoration .

Computer selected

Name

Backup date
1112412020

Select database backup

Restore to
© Original location

Other location

Restore instructions.

I

Administrator
ag*

Your reference

Select a database backup to restore

ORIVLSQLSRV001 - SQL Servert (Cluster1)

Sler

05000
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FAQs

Q: | cannot see an asset | expect to see in my asset list?

A: First check if you have any filters or search criteria set on your asset list that might be
limiting the results. If you have no filters/search applied, check with your local tenant
administrator if they need to add you to the list of allowed users to view the asset.

Q: | cannot see an expected protection option?

A: The options you see against an asset are determined by how the asset was registered in
NSS. Contact the system administrator to check that the expected option/s are configured
for your asset and/or tenant.

Q: | cannot see an expected restore option?

A: Restore options will only ever be displayed if there are valid, unexpired images available
for the asset on the Backup Server. Does your asset have images in its Backups list? Some
restore options are dependent on the configuration of the registered asset in NSS. If your
asset has valid images, check with your system administrator that it is set up to allow
restore operations.

Q: | cannot see an expected backup image listed within my asset?

A: Images are mapped to NSS assets every night during a System Sync. If the image was
generated by a scheduled NetBackup policy after the last sync, it will not be visible in the
system until after the next sync. You can however request that a system administrator
syncs the backups for a single asset if necessary, or even to manually start the full System
Sync for all assets.

Q: Why can’t | see my computer is protected?
A: After adding your machine into a Protection level, the Status will appear Red until the scheduled
policy has run in NetBackup. This will normally update (and go Green) the next day.

Q: Within NSS, can | change the language preference?

A: Out of the box NSS supports the following languages: English (US), French, German, Simplified
Chinese and Japanese, and a customer can choose to install Self Service in any one of these
languages.

If you operate a user base across multiple countries, you can enable some or all of the other support
languages from the list above within the one portal.

A system administrator can enable a language via Admin->Settings->Currency & Language-
>Language and 'enable’ the chosen language

A user can change their language via clicking on the chevron at the top right of the homepage by
their name and selecting My Account->Language, English (UK) will now appear as an option.

As an NSS or Tenant admin, can also set a user's default language can be set via Admin-
>0rganization->User and select the user and update their preferred language.
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Q: What are Protection Types and Levels?
A: A ‘Protection Type’ defines all the backup services available for a workload.

As a general rule there is a ‘Protection Type’ for each workload supported and typically these would
be named as follows.

e VMware

e Windows

e SQL

e Unix
Within each ‘Protection Type’, ‘Protection Levels’ are defined. Each ‘Protection Level’ has a set of
backup attributes (backup retention, backup frequency, etc) defined in a template which is used to
define each NetBackup Backup Policy created by NSS when a Protection Level is applied to a
machine.

Protection Types Protection Levels Template Policies
Gold Template-40-Gold
Silver Template-40-Silver

Template-40-Bronze
Premier Template-WI-Premier
Standard Template-WI-Standard

Q: How does Protection Status work?

A: Against each ‘Protection Level’ above you can define a ‘threshold’ in hours. Evaluating the
thresholds of all the known policies that a computer is in determines its red, amber, or green status.

e Red Protection level applied, and all policies have backups within their threshold
e Amber No protection level has been applied to the computer (‘managed’ only)
e Green Protection level applied, but one or more policies have no backups, or the

most recent backup is outside of its threshold

Computers that are protected with only a ‘Backup Now’ process are not included in the count and
are not shown as protected.

Q: What is Consumed Capacity?

A: NSS reports against both 'Total Consumed Capacity' (total front-end size of all backup images at
the end of each monthly period) and 'Average Consumed Capacity' (total front-end size of all backup
images, averaged over a monthly period).

Below is an example to show you what NSS reports.

A: If you have a 100GB VM and you run a VMWare full backup with accelerator, assuming that the
VM is 50% full, NSS will report 50GB as protected space and 50GB of data will be transferred to the
storage medium (the first time the policy runs). The next day the transferred data will drop by as
much as 99% but NSS will still report the protected space as 50GB (or very near to that number
unless huge changes have taken place) as the backup image supports a full VM restore.

To clarify there are two viewpoints for charging:
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Scenario 1. From Veritas to the NSS Customer

This is FETB where you take the largest Image and refers to “data under protection” and ignores
extra stored copies retention etc.

https://www.veritas.com/support/en_US/article.000112039
Scenario 2. From the NSS Customer to their Customers/Departments

This is as above but off course now addresses the copies, retention etc. as this is all about BaaS and
is what is shown in NSS.

NSS displays Scenario 2.

NetBackup deals with Scenario 1.

Q: Where can | get more information on NSS?
A: More information on NSS can be found on VOX (Veritas Open eXchange) Click here to goto Vox or
go to https://vox.veritas.com/t5/NetBackup-Self-Service/bd-p/NetBackupSelfService
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